With mobile data usage set to increase heavily over the next few years, forecasts show UK users could end up consuming a staggering 18GB of data a month. Mobile Network Operators (MNOs) will need to provide this, as consumers and businesses (not to mention technologies like smart city devices) increasingly rely on high-speed access.
MNOs also need to continue preparing for the advent of 5G, with a number of 5G-compatible devices arriving throughout 2019. As it stands, EE currently has the most spectrum overall, following the 5G spectrum auction in April 2019. But with an additional 116 Mhz of spectrum set to be auctioned off in late 2019 – including spectrum in even higher bandwidths – this could change, with all four major networks keen to establish themselves as 5G leaders.
Of course, the rollout of 5G will also rest heavily on a robust level of investment into infrastructure – and with European tech giants worried that this isn’t happening, 2019 will likely see MNOs and telecoms companies calling for further vital investment. We have good articles on this subject as always.
Smart cities, artificial intelligence and the Internet of Things (IoT) – these technologies will revolutionise the way we live. Heavily dependent on 5G networks to work effectively, and therefore the deployments we expect to see develop throughout 2019, we expect to see momentum around these technologies develop as cities have their 5G capabilities switched on. To function successfully, smart cities and IoT devices will rely on a proliferation of high-bandwidth, low latency connections. Meaning, whatever method this ends up being delivered through, the telecoms industry will be called upon to provide this. So, 2019 should see a great deal of investment and innovation in this area. The problem with these deployments is that though 5G trials have proven technologically successful there are other impacts which need to be investigated.
Blockchain, the public online ledger, is a technology with exciting prospects in the next couple of years. Blockchain’s uses have developed beyond the world of cryptocurrencies, and it’s now being hailed as a technology that can help data-holding companies improve efficiency and security. Blockchain can streamline processes like customer switching and settlement, saving valuable admin time and help reduce their costs. Although in principal blockchain can address a series of issues, the realities of the technology are yet to be proven. 2019 could however see some interesting inroads in how the technology can be utilised with water companies already investigating how blockchain can help with physical commodities and, ultimately, aid the creation of smart cities.
As always, please feel free to comment - good or bad to my email.
Robbie
robert.alcock@intercomms.net
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Digital financial inclusion
Challenges and solutions
Developing countries are capitalizing on the widespread use of mobile phones to bring all people within reach of life-changing financial services and out of poverty. This requires data confidentiality, reliable means to verify people's identity, security from hackers and fraudsters and solutions to make electronic payments attractive to small merchants and their customers.
Efforts towards digital financial inclusion ensure that financial services are accessible to all, interoperable between different service providers, and consistently available and secure, protecting users' digital identities and data and giving them the assurance that their money and identities are safe.
Endeavours to alleviate global poverty cannot solely promote access to digital financial services. Users must have adequate financial and digital literacy if the lives of the 2 billion unbanked are to be improved.
ITU’s contribution to increasing access to digital financial servcies
The ITU Focus Group on Digital Financial Services issued 85 policy recommendations for digital financial services and 28 supporting thematic reports. With more than 60 organizations from more than 30 countries, the Focus Group was the first initiative to bring together all the actors, including ICT regulators and representatives from central banks, working in the interests of financial inclusion.
Led by ITU, the World Bank Group and the Committee on Payments and Market Infrastructures, and with financial support from the Bill & Melinda Gates Foundation, the 'Financial Inclusion Global Initiative' (FIGI) is a three-year programme of collective action to advance research in digital finance and accelerate digital financial inclusion in developing countries. FIGI will enable national authorities in developing countries and emerging markets to use ICTs to extend the reach of the financial system, while managing related risks. FIGI is enacting the above-mentioned 85 ITU policy recommendations for digital financial services. FIGI's operational work stream provides technical assistance to China, Egypt and Mexico to support their efforts to create policy environments capable of stimulating digital financial inclusion. FIGI's knowledge work stream—led by three Working Groups—advances research in three fields of critical importance to digital financial inclusion:
• Digital payment acceptance by merchants and their customers;
• The relationship between reliable identification systems and financial inclusion; and,
• Security of, and trust in, digital financial services.
Below are just a few examples showing how governments and the private sector are increasing financial digital inclusion:
Without formal ID, many Indians struggle to open a bank account. India started a biometric identification system called Aadhaar in 2010. Aadhaar is a 12-digit, unique identification number underpinned by biometric authentication which provides a secure, safe and unique proof of identity for India's citizens, with no criteria for eligibility. This means that a thumbprint or iris scan at the point of service delivery can act as ID, for example when opening a bank account, or as a digital signature for a paperless cash transaction. Aadhaar has since been linked to digital pay¬ment systems as part of a broader push for digital financial inclusion under the auspices of the Digital India programme, with a vision to transform India into a cashless, digitally empow¬ered society and knowledge economy.
'Mobile money' started with Kenya's M-Pesa (M for mobile, pesa is Swahili for money) in 2007. A study on M-Pesa showed that wide access to digital financial services in Kenya tripled the proportion of people using formal financial services, from 27 per cent in 2006 to 75 per cent by 2015. These digital financial services also led to increased financial resilience and savings, particularly among households led by women. They were also found to assist women in moving out of agriculture and into business. In Kenya, the expansion of mobile money lifted two per cent of households in the country above the poverty line (USD 1.90 per day).
OVERVIEW
• 1.7 billion adults worldwide do not have a bank account, but among them, 1.1 billion have a mobile phone.
• Developing countries are capitalizing on the widespread use of mobile phones and information and communication technologies (ICTs) to bring all people within reach of financial services and out of poverty.
• Digital financial services show great potential to give previously 'unbanked' people the ability to save, make payments and access credit and insurance—allowing them to manage an irregular income stream, plan for the future, recover from economic shocks and natural disasters and find new ways to earn a living. Digital financial inclusion can help governments ensure that social security payments reach their intended recipients, and help merchants accepting digital payments gain new business intelligence and access lines of credit.
• Efforts towards digital financial inclusion are contributing towards the achievement of United Nations Sustainable Development Goal 1, which is poverty eradication.
5G - fifth generation of mobile technologies
Challenges and solutions: building 5G networks for the future
When ready for deployment, 5G networks are expected to deliver more speed and capacity to support massive machine-to-machine communications and to provide low-latency, high-reliability service for time-critical applications. With such ambitious goals, 5G networks face considerable operational challenges such as meeting higher levels of stability[1], security[2] and reliability[3]. 5G networks aim to demonstrate high performance in different scenarios such as dense urban areas, indoor hotspots and rural areas. A number of countries have started trials for 5G and the results are under assessment, with many companies successfully completing specific limited trials.
Like previous mobile broadband generations, 5G networks will use the radio-frequency spectrum. The radio-frequency spectrum is divided into frequency bands, allocated to radiocommunication services in such a way that each band may be used only by services which can co-exist with each other. The increased traffic and speed required for 5G will necessitate much more spectrally efficient technologies, as well as a lot of additional spectrum, beyond what is currently used by 3G and 4G. Most of it will come from frequency bands above 24 GHz, which pose considerable challenges in terms of radiowave propagation and are also used by a number of radiocommunication services, notably for satellite communications, weather forecasting and monitoring of Earth resources and climate change.
To avoid interference between 5G and these services and thus ensure a viable mobile ecosystem for the future - and to reduce prices through the global market's economies of scale and enable interoperability and roaming -national and international regulations need to be adopted and applied globally in these bands. The additional spectrum to be used by 5G therefore needs to be identified and harmonized at a global level. For the same reason, the radio technologies used in 5G devices need to be supported by globally harmonized standards.
ITU’s contribution
ITU plays a key role in the development and adoption of these global regulations and standards. ITU membership is working to ensure that 5G networks are secure, stable, reliable, interoperable, safe for human health and energy efficient, and that they operate without interference. ITU’s role in managing the globally harmonized radio-frequency spectrum and standards for 5G is a key enabler in the development and implementation of 5G.
ITU’s Standardization Sector is playing a convening role for the technologies and architectures of the wireline elements of 5G systems.
Managing the radio-frequency spectrum
Spectrum is a limited natural resource which may be used to and from any point on the Earth and in Space. Because radio waves propagate irrespective of national borders, the use of a portion of the spectrum in one geographic area may affect the ability to use the same portion in other areas by causing harmful interference. Spectrum therefore needs to be managed at national and international levels.
ITU’s role, through its Radiocommunication Sector (ITU-R), is to ensure the rational, equitable, efficient and economic use of the radio-frequency spectrum by all radiocommunication services, including satellite services, in particular by avoiding and eliminating harmful interference.
For this purpose, the radio-frequency spectrum is divided into frequency bands which are allocated to radiocommunication services in such a way that each band may be used only by services which can co-exist with each other. These allocations and the procedures ensuring the international recognition and protection from interference of spectrum uses in each country and in Space are contained in the ITU Radio Regulations (RR). The RR is an international treaty ratified and applied by all ITU Member States. It has been in force since 1906 and is updated every four years by the ITU World Radiocommunication Conferences (WRCs) to take into account the evolution of technologies and spectrum uses.
Every satellite, every aircraft, or ship, every television or radio station, every mobile device, every defence, air traffic or maritime radar, uses a certain frequency band as prescribed by the Radio Regulations. The global allocation of frequency bands by ITU allows all radiocommunication services to co-exist without interference. It gives all stakeholders, including those involved in 5G development, the certainty that these bands will be available for use and protected in all countries in the foreseeable future. In other words, it provides certainty for long-term investments, which is the basis for the sustainable development of the ecosystem.
In addition to reducing interference, the benefits of harmonized spectrum include facilitating economies of scale, helping build markets, enabling global roaming and reducing the cost and complexity of equipment design.
As part of the four-year process of studies and preparations for the ITU World Radiocommunication Conference 2019 (WRC-19), global stakeholders are working towards building consensus to allocate and identify additional spectrum for International Mobile Telecommunications (IMT, the generic term used by ITU to designate 2G, 3G, 4G, 5G and future generations of mobile broadband services) during that conference.
The first full-scale commercial deployments for 5G are expected shortly after IMT-2020 specifications are finalized in 2020. Regulators around the world are already auctioning licenses to operate 5G networks in the frequency bands allocated by ITU and identified or expected to be identified for IMT.
Managing human exposure to electromagnetic frequencies
Like previous generations, 5G networks will generate electromagnetic fields. Exposure of the public to these fields is subject to international and national regulations. The World Health Organization (WHO) sets the recommended limits. ITU collaborates with WHO to provide guidance and recommendations regarding the monitoring and compliance of radio installations with these limits.
Setting standards for globally harmonized, stable, secure and reliable 5G
ITU has a rich history in the development of global standards for mobile communications. The framework of standards for international mobile telecommunications (IMT) spans 3G and 4G industry perspectives and will continue to evolve as 5G with IMT-2020.
In early 2012, ITU initiated the development of “IMT for 2020 and beyond”, setting the stage for 5G research activities and establishing the requirements and vision for 5G. Under ITU’s IMT-2020 programme, ITU membership is developing the international standards to achieve well-performing 5G networks.
ITU standards are supporting networking innovations such as software-defined networking, network virtualization, information-centric networking and advanced fronthaul and backhaul. These innovations will play a key role in making 5G networks faster, smarter and more cost-effective. These ITU standards are also enabling telecommunication companies to provide innovative services as they adapt to shifting customer needs in an era of great change. These standards for software-driven networking innovation are expected to achieve their full potential in the 5G environment.
This standard-setting process unites governments, regulators, mobile operators, manufacturers, industry organizations, academia and other standardization bodies from around the world, to support the development of 5G applications in the areas of network reliability and stability, cybersecurity, data privacy, the analysis of Big Data, energy efficiency and Artificial Intelligence to enhance the efficiency of 5G networks. ITU’s adoption of the IMT-2020 standards will provide investors in 5G networks with the assurance that these standards will be applied universally, bringing economies of scale, and thus demonstrating the benefits of global harmonization.
1. Network stability allows everyone to communicate, access data, and share information reliably, as needed.
2. Network security is an over-arching term that describes that the approach, policies and procedures implemented by a network administrator to avoid unauthorized access, exploitation, or modification of a network and its resources.
3. Reliability is when computer-related networks or components perform consistently according to expectations.
Summary:
• Consumer demands are shaping the development of mobile broadband services. Anticipated increases in traffic, number of devices, services, as well as demand for enhanced affordability and user experience will require innovative solutions.
• IMT-2020 is expected to be rolled out as of 2020, with 5G trials and pre-commercial activities already underway to assist in evaluating the candidate technologies and frequency bands that may be used for this purpose. By transporting a huge amount of data much faster, reliably connecting an extremely large number of devices and processing very high volumes of data with minimal delay, 5G is expected to connect people, things, data, applications, transport systems and cities in smart networked communication environments.
• 5G is expected to support applications such as smart homes and buildings, smart cities, 3D video, work and play in the cloud, remote medical surgery, virtual and augmented reality, and massive machine-to-machine communications for industry automation and self-driving cars. 3G and 4G networks currently face challenges in supporting these services.
• Due to its sheer scale and scope, 5G is expected to accelerate the achievement of all 17 Sustainable Development Goals (SDGs), from affordable and clean energy to zero hunger.
Release 3: a whole new world for mobile operators
oneM2M discusses momentum behind LPWAN solutions
The growing momentum behind LPWAN solutions, including NB-IoT and LTE-M, is expected to fuel large volumes of low price-point connected devices in the future. However, their commercial success will solely depend on finding efficient approaches for gathering and sharing Internet of Things (IoT) data, both at scale and across heterogeneous device populations.
And with operators worldwide considering cellular technology to be key to their IoT offerings – according to Mobile World Live’s latest survey – the need to find a standardised way to reap the benefits of IoT data sharing has never been greater.
This need has been the main driver behind the release of oneM2M’s latest specifications, Release 3 – which will not only meet this demand but ultimately, will empower mobile operators to enhance and expand their offerings.
New capabilities
For the first time, oneM2M’s Release 3 enables seamless interworking with underlying 3GPP network services, in particular NB-IoT and LTE-M, via the 3GPP Service Capability Exposure Function (SCEF).
3GPP, the world’s global standards-setting organisation for cellular wireless, has been adding IoT-centric features, including capabilities to avoid network congestion, use networks more effectively, enhance security and, crucially, enable IoT devices to manage power resources efficiently.
Building upon the foundations of 3GPP’s underlying network, the combination of oneM2M’s standardised platform creates an abstraction layer which can simplify the exchange of cross-silo data. This allows oneM2M’s service layer to interwork with 3GPP’s core network IoT features across industrial, smart home and mobile segments – opening up new revenue streams for mobile operators to unlock value in industrial and smart home applications.
Furthermore, by supporting a set of 3GPP-defined APIs, Release 3 can create new capabilities, while also lowering the cost of deployments.
New features
The delivery of a high-quality of service to all subscribers is at the heart of Release 3, with new features implemented to avoid network congestion caused by the massive numbers of IoT devices on networks. Network communication pattern configuration is also playing a part in this, by helping operators proactively manage network resources by anticipating the communication patterns of IoT devices based on input from IoT apps.
For operators looking to ensure efficient use of network resources by IoT devices, this enables them to minimize network deployment and management costs. With these new enhanced features, IoT devices can also be put to sleep for long periods of time so that the network can help maximize the battery life of these devices.
The location of these devices can also be tracked to support current location tracking, while storing past device locations - enabling timely and relevant notifications to be sent to IoT apps. As a result of this, the delivery of data can be managed based on a schedule and priority of requests.
Last, but certainly not least, security has also been a core element in the development of Release 3, with additional features to help keep operators’ networks secure from the increased threats of IoT devices. This includes IoT device enrolment, which provides cellular IoT devices connected to an operator’s network with proper security credentials, authentication and registration. While oneM2M’s service layer can connect to 3GPP notifications to monitor these devices to see if they are susceptible to tampering. For example, if a device has been tampered with, it can block these IoT apps from sending or receiving new requests to or from the device and block access to stored data from the device which may have been compromised.
New revenues
By enabling interworking with LPWAN technologies – such as NB-IoT and LTE-M - from 3GPP, Release 3 exposes a multitude of possibilities for the IoT industry and cellular ecosystem, including how to monetise NB-IoT and LTE-M.
Release 3 further supports operators in deploying cellular IoT services and tapping into new revenue opportunities higher up the value chain. For instance, it allows communication amongst a group of devices to efficiently gather and share data amongst these devices. These devices can also support different application data delivery methods over a 3GPP network such as delivery over SGi, NIDD or SMS.
Operators can also enhance their revenues through the IoT roaming device services feature by allowing IoT apps to make requests that target a roaming cellular device. In addition to this, operators can offer time windows during off peak hours that have cheaper message delivery costs.
A new era
By enabling the effective gathering and sharing of IoT data, Release 3 will free up the IoT ecosystem, to enhance the business case for players looking to launch new services.
This presents a great leap forward for operators looking to expand their IoT deployment capabilities and monetize IoT services in turn, empowering the commercial success of cellular IoT technologies across the entire IoT ecosystem.
For more information visit: www.onem2m.org
EU 5G-DRIVE:
5G harmonised research and trials for service evolution between EU and China
By Latif Ladid, IPv6 Forum President
1.1. Objectives
2017 witnessed substantial progress in 5G development. On December 22nd 2017, the 3rd Generation Partnership Project (3GPP) approved the first technical specifications for the 5G New Radio (NR). This significant milestone paved the way for large-scale pre-commercial trials of 5G systems. Consequently, 5G is now on the agenda of global market adoption. Prior to witnessing real-life deployments of the first 5G networks, global technology consensus and spectrum harmonisation still remain the key issues before 5G standardisation is finally ratified. International collaboration and alignment among key regions are essential to facilitate this process. China and Europe are two of the key regions undoubtedly called to play this critical role.
The European Commission has taken the first step to boost 5G global cooperation. Through joint funded projects, global 5G events and several other initiatives, a plethora of collaborations has been established between China, United States, Japan, South Korea and Brazil. These joint technological ventures play a crucial role for an aligned 5G Research and Innovation (R&I) ecosystem across regions. Particularly, joint projects allow the direct collaboration of major stakeholders between the EU and other regions on key R&I challenges, and facilitates early consensus of business cases, technologies and regulations.
Back in early September 2015, the 5G Public Private Partnership (PPP) Infrastructure Association (5G-IA) signed the Memorandum of Understanding (MoU) with the International Mobile Telecommunications 2020 (IMT-2020) Promotion Group of China for jointly promoting 5G development between the two regions. After two years of strategic collaboration, the increasing need for a closer collaboration to synchronize 5G technologies and spectrum issues before the final roll-out of 5G has become a key issue. Consequently, the European Commission and China have agreed to fund a joint project on 5G trials in order to address two most promising 5G deployment scenarios, namely enhanced Mobile Broadband (eMBB) and Vehicle-to-Everything (V2X) communications. This project, established by major 5G players in both regions, takes the ambition to fulfil this goal.
The main objective of this project is to bridge current 5G developments in Europe and China through joint trials and research activities in order to facilitate technology convergence, spectrum harmonisation and business innovation before large scale commercial deployments of 5G networks take place.
In order to achieve this goal, 5G-DRIVE will develop key 5G technologies and pre-commercial testbeds for eMBB and V2X services in collaboration with the twinned Chinese project led by China Mobile. Trials for testing and validating key 5G functionalities, services and network planning will be conducted in eight cities across the EU and China. The main targets of this collaboration are illustrated in Figure 1-1. More specifically, the 5G-DRIVE project has the following technical, regulatory, and business objectives:
Technical objectives:
• OBJ1: to build pre-commercial end-to-end testbeds in two cities with sufficient coverage to perform extensive eMBB and Internet of Vehicles (IoV) trials. Joint test specifications will be defined through the collaborative agreement with the Chinese project.
• OBJ2: to develop and trial key 5G technologies and services, including (but not limited to) massive multi-input multi-output (MIMO) at 3.5GHz, end-to-end network slicing, mobile edge computing for low latency services and V2X, Software-defined networking (SDN) for transport and core network, and network and terminal security.
• OBJ3: to develop and trial cross-domain network slicing techniques across two regions for new services.
• OBJ4: to demonstrate IoV services using Vehicle-to-Network (V2N) and Vehicle-to-Vehicle (V2V) communications operating at 3.5GHz and 5.9GHz, respectively.
• OBJ5: to analyse potential system interoperability issues identified during the trials in both regions and to provide joint reports, white papers, and recommendations to address them accordingly.
• OBJ6: to submit joint contributions to 3GPP and other 5G standardisation bodies regarding the key 5G technologies developed and evaluated in the project.
Regulatory objectives:
• OBJ7: to evaluate spectrum usage at 3.5GHz for indoor and outdoor environments in selected trial sites and to provide joint evaluation reports and recommendations on 5G key spectrum bands in Europe and China.
• OBJ8: to investigate regulatory issues regarding the deployment of V2X technologies, i.e. coexistence in the 5.9GHz band, and to provide joint reports.
Business objectives:
• OBJ9: to investigate and promote 5G business potential through joint development of 5G use cases and applications.
• OBJ10: to strengthen industrial 5G cooperation between the EU and China.
• OBJ11: to promote early 5G market adoption through joint demonstrations in large showcasing events.
5G-DRIVE will address the above objectives through joint trials with the twinned Chinese project through three trial sites, dedicated research innovation in trial-related key 5G technologies and broad cooperation and well planned joint event with the China side.
1.2. Concept and methodology
1.2.1. Overall Concept
5G-DRIVE addresses the objectives as stated in the ICT-22-2018 EU-China Collaboration for the 5G call. Section 1.2 provides a detailed mapping of how 5G-DRIVE addresses the challenges, as outlined in the H2020 2018/19 work programme. The project's overall concept is illustrated in Figure 1-2; the figure shows the three core streams and depicts the flow from research, to adaptation into existing testbeds and commercial testbed deployments, to the real-world trials of the 5G radio access network (RAN) and wider 5G network. The project brings together solid research competence, commercial grade testbeds, and some of the stakeholders who will eventually become major customers of 5G systems.
In this project there are partners with rather extensive 5G testbed installations - these are three facilities that have been defined, specified and deployed to meet the individual requirements of the three research organisations (UoS, VTT and JRC). While all three testbeds are set up with commercial grade equipment, each one has a special focus: the Surrey testbed can support capacity provision in very dense deployments over a 4 km² area; the Espoo testbed demonstrates the use of slicing and V2X; the JRC facility allows the testing of new technologies in any part of the network in a fully-controlled environment. All testbeds are defined in an evolutionary approach and allow the gradual introduction and testing of new equipment, as well as new mechanisms, algorithms and protocols.
These characteristics will be exploited in 5G-DRIVE. In the research stream, the project will investigate network and RAN slicing, Mobile Edge Computing (MEC), massive MIMO for the 5G NR, as well as SDN and network function virtualisation (NFV) techniques applied to different traffic and load scenarios. Techniques and mechanisms in the research stream of the project will be integrated into the most appropriate testbed. Wherever possible, we will endeavour to deploy such new mechanisms into all three testbeds.
The core objective of the project is to extensively trial eMBB and V2X service delivery under real world conditions. The stringent requirements for the delivery of such services will be defined jointly with the mobile operators in the consortium (Orange, OTE), as well as stakeholders form the automotive and intelligent transports markets (BMW, Vedia, Dynniq, ERT). These partners will be involved in the use case and trial requirements definition, as well as in its subsequent implementation and analysis. The inclusion of these stakeholders is imperative to ensure that the trials and solutions do meet the requirements from the vertical domains.
5G-DRIVE is based on the existing and currently under design 5G standards, namely the 3GPP releases 13-14, and any relevant findings will be fed back into the appropriate standardisation organisation and working group. The project will exploit three already-existing 5G testbeds (Espoo, Surrey, and Ispra - details can be found further down in this section), which have been set up with commercial-grade and experimental equipment and are being used to test new research outcomes and new services. Furthermore, wherever possible, 5G-DRIVE will also collaborate with projects from the ICT-17-2018 call to further enhance the testbed capabilities and availability for the joint EU-China trials that will be implemented in this project.
Being a research and innovation project, the expected project outcomes will be of different technology readiness levels - whilst we expect that all technologies investigated will be evaluated through simulations and demonstration (Technology readiness level (TRL) 5), there will be a large part of the work that will reach TRL 7-8 and will be part of the trials planned.
The remainder of this section provides a brief overview and introduction to the three European trial facilities that will be used in 5G-DRIVE. These testbeds are operational and will be extended with research findings. In addition, they will also be adapted to meet the requirements of the various test scenarios foreseen in 5G-DRIVE.
Test facilities
> The Surrey Trial Site
UoS and its 5GIC provide unique state-of-the-art 5G test and demonstration platforms. These include a Cloud-RAN (C-RAN) test platform which supports clusters of remote radio heads (RRH) supported by high performance core processing facilities for experimental research on advanced techniques such as joint transmission coordinated multi-point transmission and reception (CoMP) schemes. In addition, the test network provides a unique environment to test operation of heterogeneous access networks in a real life environment on the UoS’ main campus.
The testbed is connected to the Vodafone Core Network, Fujitsu Cloud Computing facilities and covers a 4 km² area for the testing of 5G technologies. The coverage area encompasses a stretch of motorway, rural, urban and dense urban radio environments. The outdoor deployment consists of 44 sites and 65 cells (of which 3 are macro cells, the remainder are small and ultra-dense cells). This unique end-to-end testbed incorporates a different range of frequency bands and allows the testing and trialling of new air-interface solutions. Supported by a mix of wireless and fibre optic backhaul connectivity, trials can be matched to meet industry requirements.
This testbed supports advanced research activities from concept development to proof of concept and field test. To this end, the 5GIC infrastructure includes:
• State-of-the-art and calibrated link and system level simulations for Physical layer and System Level concept evaluation.
• Medium access control (MAC)/baseband (BB)/radio frequency (RF) evaluation platforms based on System on Chip (SoC), Field-programmable gate array (FPGA) and digital signal processing (DSP) technologies. The current facilities include Texas Instrument (TI) multi-core DSP platform, Xilinx Zynq SoC platform, and Altera Arria V FPGA platforms.
• Demonstration network that combines a set of highly promising potential 5G concepts.
A high-level view of the 5GIC test network is illustrated in Figure 1-3. The 5GIC test network will support key technologies such as:
• Dense cluster of small cells controlled and operated as C-RAN architecture;
• Umbrella macro-cell base stations mostly used to support high-mobility users, as well as signalling facility for dense small cell clusters;
• A variety of wireless and fibre backhaul technologies to connect small cell clusters to RAN processors, as well as inter-cluster and base station communications for Coordinated Joint Processing among clusters and access points.
The initial version of the platform consists of:
• LTE Rel.9 compliant user equipment (UE) (with physical hardware capable of supporting multiple virtual UEs);
• LTE Rel.9 compliant eNodeBs (Baseband units (BBU)) and RRH;
• Support for X2 and common public radio interface (CPRI) interfaces;
• Outdoor WiFi access points (AP) for providing network access to end user devices;
• Ancillary test/measurement equipment.
The platform can support interfacing to other testbeds, servers and databases for integration of different components provided by other consortium members and external experiments. The platform is fully reprogrammable (supporting online compile, debug and run cycle), and there are multi-level debug options. The stack design is based on modular Software (SW) approach & commercial off-the-shelf (COTS) based RF and RF interfaces are supported.
The initial version has been rolled out and first demonstrations were shown during the official opening in September 2015, the equipment is constantly updated to mirror research findings and to trial new approaches.
Figure 1-3 shows a high-level view of the 5GIC test network, incorporating three (3) sites:
• A: Macro Site (BB+3 RRH) + point to multi-point (P2M) Microwave (e.g. 28GHz);
• B: Micro Site (BB+3 RRH) + point to point (P2P) Microwave / millimetre wave;
• C: Small Cell (Omni) + P2P millimetre wave (e.g. 60GHz); D: Small Cell (Omni).
The testbed is defined in three phases: in the first one, a proof of concept and emulation platform is complete and hosted in the current premises. This phase did not include outside cell-coverage and consisted of a comprehensive set-up including both lab equipment (various types of programmable platforms, channel emulators, mobility models, etc.), plus simulators for boundary conditions.
The second phase including the deployment of the core and access servers, as well as of three macro-base stations and underlying small cell area coverage (3 macro and 62 small cells) was installed in summer 2015, prior to its official opening in September 2015.
Since then, different trials have already taken place and project findings (both on radio level as well as protocol and system level) have been implemented and subsequently trialled. The third phase is currently being implemented, allowing drive tests for eMBB and ultra-reliable low latency communication (URLLC) testing. This phase is expected to be completed in April 2018.
The external (outdoor) testbed is complemented by an experimental setup based on Open Air Interface (OAI) and TI’s Universal Software Radio Peripherals (USRP). This setup leverages commercial handsets (4G), as well as a mix of USRP and Lime Radios implementing both UE’s and eNodeB’s to verify advanced resource sharing scenarios.
> The Espoo Trial Site
The Espoo trial site provides 5G testing facilities built in several national projects under the 5GTNF (5G Test Network of Finland) framework. As shown in Figure 1-4, the Espoo site is in the Otaniemi region in Espoo. In the context of 5G-DRIVE, it will focus on the development and evaluation of both eMBB and IoV scenarios.
The test network structure of the Espoo site is shown in Figure 1-4. The current network infrastructure is built on top of Nokia’s NetLeap LTE test network. It will be gradually upgraded to 5G networks when 5G NR and 5G core network components are available. Currently, core network functionalities are mimicked with 4G/5G emulators. The support for real 5G will be added to the network in the later phase of the project.
The network contains both indoor and outdoor eNodeBs operating at 2.6GHz, lamp post integrated small cell networks operating at 3.5GHz and mm-wave bands at 26GHz, as well as Wi-Fi networks operating at unlicensed 2.4GHz and 5GHz. The eNodeBs are shared between Nokia and VTT. VTT can create its own virtual mobile network with its own evolved packet core (EPC) and can utilize the edge computing platform for developing localized services. The design of the test network is such that it is open for experimental EPCs. This enables multi-operator scenarios and testing of network slicing in the project. MEC platforms are currently being installed at the Otaniemi site. With the aid of an artificial delay element (network emulator), the performance of MEC for URLLC use cases can be tested in different latency scenarios.
eNodeBs are connected to a 10Gbps SDN-enabled backhaul and to an OpenStack cloud environment. The Espoo testbed provides facilities and test environments for SDN/MEC, indoor positioning, latency reduction, reliability and other technology topics targeted by 5G-DRIVE.
One unique feature of the Espoo testbed is the use of timing signal from VTT MIKES Metrology for high-accuracy, one-way latency measurements, time-based positioning and synchronisation of timing dependent devices. The timing signal is generated from atomic clocks and is delivered over fibre network using Precision Time Protocol (PTP)-based synchronisation technology. An example of the latency measurement configuration is shown in Figure 1-5. This setup has been used for evaluating URLCC performance for smart grid communications.
> The JRC Ispra Trial Site
The JRC Ispra site is a fully-fenced research campus equipped with high-level safety and security features a controlled environment for hands-on experimentation, testing and demonstration purposes. As shown in Figure 1-6 (left), it features 36 km of roads under real-life driving conditions, as well as 9 Vehicle Emissions Laboratories (VELA 1-9) that can be used for calibration, testing and other experimentation activities according to the project needs. Every year, the JRC Ispra site is visited by several European Commissioners, MEPs and other senior EU and Member State representatives. This will give 5G-DRIVE unprecedented and targeted exposure to key decision makers.
The following subsections outline some of the key credentials of the JRC Ispra trial site:
Localisation and Mapping:
The JRC Ispra site has been mapped at very high resolution using drones and LIDAR, with digital maps available. This information can be used for network planning (i.e. predictions of radio propagation and network coverage), as well as vehicle localisation and intelligent routing. The imagery was obtained using light fixed-wing unmanned aerial systems and processed with automatic photogrammetry software (APS) from MENCI. The obtained resolution of the ortho imagery is 6 cm and the area covered in one flight using 2 UAVs working in swarm mode is 2.6 km2.
Connectivity Infrastructure:
The JRC owns various LTE eNodeBs of both commercial and experimental grade (Nokia FlexiZone indoor/outdoor units and USRP-based 4G eNodeBs). In addition, it has deployed a software-defined LTE core network to provide mobility, session management and user authentication services, amongst other. This software-defined EPC is currently running on standalone small-form factor PCs, but it is expected to be refactored as a set of Virtual Machines (VM) running on JRC datacentre servers in the near future. Further enhancements to the communications infrastructure (additional base stations in the 3.5GHz band and V2X equipment) have already been planned.
Mobile Edge Computing:
MEC infrastructure can be connected to the core network using either radio links or low latency fibre once the overall physical layout of the trial site is stable. These systems will take the form of small-form factor PCs featuring roadside sensing and fast computing capabilities. On-board sensing systems will comprise video, LIDAR, radar and Global Navigation Satellite System (GNSS) capabilities, as information such as accurate position, velocity and time will need to be exchanged in V2X messages.
Security, Privacy and Trust Network:
The JRC is equipped with production-level Public Key Infrastructures (PKI), some of which have been already extensively used in the road transportation sector. The JRC is responsible for the European Root Certification Authority (ERCA), which is the PKI used to support the Digital Tachograph application. The ERCA is currently used to generate cryptographic material to be installed and deployed in vehicles.
JRC staff has the expertise needed to build a similar PKI for V2X needs. In fact, the JRC has been directly involved in drafting the Certificate Policy for the European V2X (also referred to as the Cooperative Intelligent Transport Systems (C-ITS) Trust Model). The creation and testing of various attack vectors will also be implemented. In this context, the in-house experience in jamming, denial of service at the physical layer and cybersecurity attacks can also be leveraged.
Additional Capabilities:
The JRC Ispra site is equipped with state-of-the-art laboratories for testing vehicles to characterise their emissions, performance and electromagnetic compatibility. In particular, the following facilities are available:
• 4 test-cells to measure emissions, fuel and energy consumption of all types of vehicles (light and heavy duty, internal combustion engines, hybrids and plug-in hybrid vehicles) (VELA 1-8);
• 4 Portable Emission Measurement Systems (PEMs) to measure emissions and fuel consumption from vehicles driven in real-life road conditions;
• 2 test cells to measure the electromagnetic compatibility of vehicles with the fields generated by external sources and by the vehicles themselves (VELA 9 and EMSL).
• In particular, the VELA 9 laboratory shown in Figure 1-6 (right) allows the measurement of electromagnetic fields generated by a vehicle running at a speed of up to 160km/h. This facility will provide significant benefit to the 5G-DRIVE project, as it will allow researchers to check the compatibility of V2X communication technologies with the fields generated by the most powerful commercial electric engines.
1.2.2. Methodology and collaboration
with the Chinese Consortium
5G-DRIVE will work in parallel on research and experimental trials. The trial work in the project will focus on joint experimental activities with the major 5G trial project in China. 5G-DRIVE has received a Letter of Twinning Support (see Section 4-5, Appendix 1) from the coordinator of the China project (China Mobile) and with a mutual commitment to establish a solid bilateral cooperation with the Chinese project called: “5G Product R&D Large-scale Trial” coordinated by China Mobile Research Institute. The China Mobile project will start in June 2018 and continue for two years. The project has eight partners, including China Mobile, Huawei, Ericsson China, Datang Mobile, Shanghai International Automobile City, and three research institutes. The main purpose of the project is to verify the large-scale deployment of 5G networks for eMBB and cellular V2X (C-V2X) tests in real environments, covering indoor and outdoor scenarios in complex urban areas. China Mobile plans to conduct the eMBB trials in five cities in China, and the V2X trials in Shanghai. Figure 1-7 shows the trial sites in 5G-DRIVE and China Mobile’s project.
5G-DRIVE will be divided in two phases. The first phase covers June 2018 to May 2019, whilst the second phase spans from June 2019 to December 2020. This time schedule is synchronised with China Mobile’s project, as shown in Figure 1-8. The duration of 5G-DRIVE will expand over six months more than that of the Chinese project in order to conduct additional trials, evaluate the results and prepare the final trial reports.
In the beginning of the first phase, the two projects will agree on the cooperation methods and data sharing mechanism. The collaboration agreement will be signed by the two projects. Under the agreed collaboration framework, the two projects will work out the joint trial plans for eMBB and V2X. The joint trial specifications will be defined accordingly. These include common test targets, related key performance indicators (KPI) and test procedures for selected topics.
In the first phase of the project, the joint tests will focus on the verification of 5G key technologies, including 5G NR, network slicing, MEC, and SDN for transport networks. The joint work on V2X in this phase includes the requirement analysis and technique specification for C-V2X. Depending on the availability of 5G UE (which is expected by the end of 2018) the initial trial will start in 2018. The eMBB trial will be mainly performed in the Surrey trial site, while the availability of the eMBB trial in Espoo and Ispra trial site will depend on the agreement with the ICT-17-2018 project. The Espoo and Ispra trial site will focus more on the V2X trials, based on the ongoing V2X activities in each site.
In the second phase of the project, the joint tests will focus on system interoperability, network coverage and support for 5G services. The joint verification of V2X key technologies will be conducted in this phase. The network performance for V2N, including the network coverage, latency, positioning accuracy and reliability will be tested in this phase. The key trial tropics in different phases are summarized in Figure 1-8. Considering the total budget of 5G-DRIVE, it is a challenge to deploy large-scale trials. However, 5G-DRIVE will consider cooperating with ICT-17-2018 projects to perform additional joint trials on network planning and network deployment optimisation and cooperate with China Mobile’s project in these fields.
In addition to trials, the other significant work in the project is research on 5G key topics. Research work will start from the beginning of the project and will focus on the key 5G technologies supporting the trials. Therefore, there will be several iterations between research and trials. Research problems identified in trials will be investigated in research tasks. The research outcome will be verified by experiments in the trial site. A key research topic is the support for network slicing. Interoperability problems, as well as implementation issues in different network layers and network virtualisation technologies in radio access, transport and core networks will be studied. Regarding the end-to-end 5G network for eMBB and V2X services, radio access technologies, transport network, security, privacy, and data protection issues in 5G networks will also be considered. Research concepts will be first evaluated in simulations. Later on, selected proposals will be further implemented and verified in the trial sites.
The trial setting and expected joint outcomes of 5G-DRIVE and China Mobile’s project are summarized in Figure 1-9.
1.3. Ambition
5G-DRIVE will conduct joint trials for eMBB and LTE-V2X scenarios with the major 5G projects in China. These joint trials will be based on common test end-to-end-architectures, use case applications, test procedure and KPIs. Furthermore, 5G-DRIVE will investigate the application of new technologies and services such as network slicing, MEC, and privacy-friendly communications for connected and automated vehicles. The overarching ambition of 5G-DRIVE is to contribute to a common understanding and harmonisation of technical conditions between the EU and China, i.e. standards, interoperability requirements, coexistence conditions, and resilience.
1.3.1. State of the art
5G-DRIVE has ambitions to investigate 5G eMBB services and new technologies for connected and automated vehicles. In the following, the state of the art of 5G key technologies relevant to trials, as well as how 5G-DRIVE will make advance on these topics, are described. 5G-DRIVE will mainly cover the following 5G key technologies: 5G NR, network slicing, NFV, SDN, MEC, C-V2X, and transport network.
• 5G NR/Massive MIMO
The mobile access technology goes through a revolutionary change every ten years, which is in response to the capacity demands resulting from the massive data growth over the last ten years. Capacity for wireless communication is related to spectral efficiency and bandwidth. Presently, almost all wireless communications use spectrum in 300 MHz to 3GHz bands. Recent research indicates that massive MIMO significantly improves the sum spectral efficiency (SE) of cellular networks by spatial multiplexing of a large number of UEs per cell [MA10]. The main difference between massive MIMO and classical multi-user MIMO is the large number of antennas, at each base station whose signals are processed by individual radio-frequency chains. By exploiting channel estimates for coherent receive combining, the desired signal power is reinforced, while the power of the noise and independent interference does not increase. Therefore, the massive MIMO technology has been proposed as a key NR technology for the next generation of cellular networks [LA14].
Despite the theoretical potentials for extremely high data rate provision by massive MIMO, there are several key technical challenges for applying mmWave for mobile networks [BJ16], including severe path-loss, high power consumption in RF power amplifiers and data converters, narrow beamwidth and side-lobes leading to higher sensitivity to misalignment between the transmitter and the receiver. To address these challenges, the extensive research and deployment for the future mobile networks has already been carried out around the world. Samsung first achieved 1 GB/s data transmission at 28GHz in May 2013. Google also put substantial research efforts into mmWave communications. Verizon has submitted applications to the Federal Communications Commission (FCC) to obtain special temporary authorisation (STA) to test mmWave communications technology at 28GHz. T-Mobile is also expected to obtain STA at 28GHz and 39GHz. Nokia in collaboration with National Instruments achieved a peak rate of 15 Gbps using their proof-of-concept system at 73GHz band in April 2015. Recently, the EU has also launched “Beyond 5G” research within the H2020 framework (ICT 2017-09 Call).
Advances beyond the state of the art
Cloud-like computing and storage is being pushed to the network edge to bring the data content much closer to the mobile users to reduce transmission latency. 5G-DRIVE will aim to improve mmWave massive communications in mobile networks significantly by flexibly exploiting distributed caching and edge computing. Meanwhile, how to apply mmWave massive MIMO in high mobility environments for V2X use case, expand transmission distance, and achieve high energy-efficiency are very important challenges to tackle. From a broader perspective, the RF implementation of mmWave technology is crucial and a long-term goal is to obtain a cost-efficient full digital implementation for massive MIMO technologies.
• Network slicing
5G delivers an infrastructure that can natively accommodate various services and applications with unprecedented flexibility. Industry 4.0, automotive and transportation, health, power grid, broadband TV, augmented and virtual reality are some of the sectors and applications that will be supported by an intelligent sharing of resources termed network slicing. The network slicing concept enables creation of many virtual networks over a common infrastructure. In opposite to Virtual Private Network (VPN) concept, in which isolated IP network partitions can be created, the network slicing enables creation of fully-fledged networks that can be combined with applications while maintaining the isolation and privacy. The concept is linked with ETSI NFV technology [ET14]. It is worth mentioning that the ETSI NFV framework has no inherent support for network slicing, however it is possible to provide logical isolation of virtual networks, i.e. grouped and interconnected virtual network functions (VNF). In [SL17] it has been proposed to introduce a slice specific entity, i.e. Slice Controller as a part of the operations support system (OSS)/business support system (BSS) domain, which communicates with NFV management and orchestration (MANO), beyond which everything relies on standard NFV concepts and procedures. There are three main benefits of network slicing: dynamic deployment of networking solutions with short time to market and low capital expenditure (CAPEX); ability to create the networks that are tightly coupled with their service(s); delegation of almost complete network slice management to a slice tenant (a vertical).
Many network slicing approaches, including the 3GPP one, are in fact based on the next generation mobile networks (NGMN) concept [NG15]. According to NGMN, a slice instance is built over physical or logical resources (computation, storage and transport) that are fully or partly isolated from other resources. It is built using Network Functions that are processing functions of the Network Slice Instance (NSI). The NSI is defined by the Network Slice Blueprint (NSB) and is a complete, instantiated logical network that meets certain characteristics as required by a Service Instance(s). The network slice defined by International Telecommunication Union (ITU) Telecommunication Standardisation Sector (ITU-T) IMT-2020 Focus Group is programmable, managed group of infrastructure resources, network functions and services, having the ability to expose its capabilities. IMT-2020 introduces two types of network slicing extensions: vertical and horizontal. Network slicing is a subject of intensive research of 5G PPP research projects like 5G NORMA [NO16] that proposes a mobile network architecture for the multi-tenant environment or the 5GEx project [EX16] that is focused on transport networks multi-domain slicing.
There are also 3GPP slicing-like related concepts applicable to 4G core network, called DÉCOR [DE14] and enhanced DECOR (eDECOR) [ED16]. DECOR allows for the deployment of several dedicated EPCs as ipso facto core network slices which share the same RAN. Recent 3GPP works led to the introduction of the Next Generation System (NextGen), which introduces the network slicing to the mobile core architecture, with a split of planes (user/control) and dividing of control plane network functions into common and slice-specific ones (TR23.799). The control plane functions common to all slices include slice selection, authentication and mobility management. One of the benefits of the common functions is the ability of the terminal to the simultaneous attach to several slices. The 5G system incorporates also a NR definition which enables RAN slicing (TS38.300). Therefore, the 3GPP network slice may be composed of integrated RAN and Core Network slices. Recently, the 3GPP has published several documents related to miscellaneous aspects of network slicing, as network slices management (TS 28.530), provisioning (TS 28.531), selection (TS 29.531) and security (TR 33.811).
Advances beyond the state of the art
There are still many open issues related to network slicing. Some recent 3GPP technical reports, like TR 28.801, TR 28.800 and TR 28.802 describe a work in progress that is related to generic and network slice specific management and orchestration. The standardisation of these topics is not finalized yet. The most important open issues are related to multi-domain slicing (slice stitching) in the context of orchestration and operations, performance of the sliced data plane, slice exposure, description and matching, RAN slicing as well as efficient allocation of infrastructure resources to slices. Other key challenges consist of slice security and isolation. The issue of slice management by a tenant is also not solved yet. The 5G-DRIVE project will use the mature slicing concepts for its testbeds but at the same time will work on unresolved issues like network stitching, NFV orchestrator (NFVO) multi-tenancy, scalable multi-domain orchestration and management of slices.
• NFV/SDN
NFV is one of the main building blocks of network softwarisation. Its goal is to facilitate the way that software-based networks are built, deployed and managed. NFV introduces resource virtualisation layer and decouples software from a (generalized) hardware. The softwarised assets become the innovation and differentiating value, while hardware becomes a commodity. COTS hardware for software networks will be generic by design and agile in operation, replacing what is currently a proprietary landscape with strict dependencies between physical network functions (PNF) and legacy telecommunication hardware. Virtual network functions (VNF) on top of virtualized infrastructure and generic hardware have a significant impact on network operations, their cost to maintain (operational expenditure (OPEX)) and upgrade, and business agility for operators to mix and match from a variety of vendors and VNF developers. An important part of the NFV is MANO (Management and Orchestration) that provides agnostic deployments and lifecycle management of VNFs based networks [ET14]. There are already several open source MANO compliant platforms like open network automation platform (ONAP), open source MANO (OSM) and OpenBaton that can be used by 5G-DRIVE for orchestration of VNFs based networks. In February 2017 ETSI NFV industry specification group (ISG) published a white paper on ‘Network Operator Perspectives on NFV for 5G’ [NF17]. This paper treats NFV-based network slicing as one of the key features of 5G networks.
SDN is another key technology of software-based networks. It enables a new network control paradigm, and is often combined with NFV to realize large-scale complex networks. The OpenFlow based SDN separates centralized control plane (based on a single logical entity called SDN controller) from the distributed data plane based on flow switches [ON15]. SDN allows for simple manipulations of data flows by the control plane or applications. SDN can be combined with NFV [NF15N] for the needs of mobile networks providing required flexibility, helping in mobility management and optimisation of the transport traffic. On the market, there are already several open sources platforms out which the most popular ones are OpenDaylight, Ryu and Open Network Operating System (ONOS) that can be used in the 5G-DRIVE project.
Advances beyond the state of the art
ETSI NFV is at present working on Issue 3 of NFV specialisations trying to specify interfaces, address security, authentication, charging, billing and accounting as well as multi-domain issues. In the context of network slicing NFV is working on slice stitching, orchestration scalability and NFVO multi-tenancy. The integration of the NFV approach with SDN is also a research subject. The SDN technology is mature, however it still raises many issues in terms of scalability and efficiency of operations. One of the recent directions is to add more protocols between the controller and switches in order to improve the control plane scalability (for example by the publish-subscribe mechanism) and allows for programmable interactions between the SDN controller and switches by the use of the P4 (Programming Protocol-Independent Packet Processors) language. In the context of NFV, the 5G-DRIVE project will investigate slicing capable orchestration that is policy driven, scalable management of slices, and into efficient allocation of resources to slices. We will also look into efficient transport networks that are based on SDN, and we will exploit the SDN capabilities for network slicing looking for flexible and efficient data plane operations. In that context, the P4 language will be investigated.
• MEC
MEC enables innovative service scenarios that can ensure enhanced personal experience and optimized network operation, as well as opening up new business opportunities. Introduced and specified by ETSI ISG MEC (MEC 001-005), MEC has been seen as a remedy to provide time-critical operations at the network edge. Furthermore, providing services near to end users easily offloads the core nodes in order to have full utilisation of the network. ETSI specifies a rich set of functionalities to ensure that MEC concept can be a solution to the problems coming out with the demands of future mobile networks and open for vendor implementation approaches. With the release of ETSI MEC specifications, massive research has been conducted [ET14, MB14] and since the noticeable success made by SDN, several MEC use cases have been proven to benefit from the integration of SDN. With the separation of control and data plane, the data plane is programmable, and control entities (e.g., MME, S-GW-C, P-GW-C) as well as the MEC applications can be virtualized [SA16]. Accordingly, the MEC applications that can be categorized into common, support, platform. MEC services [CH16] are emerging and MEC becomes the enabler to allow traffic steering control for the vertical service provider. Monitoring applications, as a basic example, can combine the information from RAN and core network to optimize the performance of mobile network. Further statistics with better granularity, e.g., KPI evaluation and traffic profiling, can be provided based on raw information extracted by monitoring applications. At last, the aforementioned knowledge is exploited to program the data path and redirect the traffic to the corresponding service provider in order to achieve lower latency and better user experience [JW15].
Advances beyond the state of the art
MEC has many applications. For the IoV part of the 5G-DRIVE project, it can be used to extend the connected car cloud into the highly distributed mobile base station environment and enable data and applications to be housed close to the vehicles. This can reduce the round-trip time of data and enable a layer of abstraction from both the core network and applications provided over the internet. MEC applications can run on MEC servers that are deployed at the LTE base station site to provide the roadside functionality.
5G-DRIVE will demonstrate that the MEC applications can receive local messages directly from the applications in the vehicles and the roadside sensors, analyse them and then propagate (with extremely low latency) hazard warnings and other latency-sensitive messages to other cars in the area. This enables a nearby car to receive data in a matter of milliseconds, allowing the driver to react immediately.
Moreover, 5G-DRIVE will test how the roadside MEC application is able to inform adjacent MEC servers about the event(s) and in so doing, enable these servers to propagate hazard warnings to cars that are close to the affected area across multiple operators.
Finally, 5G-DRIVE will demonstrate how the MEC can send local information to the applications at the connected car cloud for further centralized processing and reporting while preserving the data privacy of individual drivers.
• C-V2X
V2X communication is essential to redefining transportation by providing real-time, highly reliable, and actionable information flows to enable safety, mobility and environmental applications. Often referred to as C-ITS, or in the United States as Connected Vehicles, V2X figures prominently in a future with safe, efficient and environmentally-conscious transportation and paves the way to connected and automated driving.
C-V2X as initially defined as LTE-V2X in 3GPP Release 14 is designed to operate in several modes: D2D (to link vehicles, roadside and pedestrian to each other), Device to cell tower (mainly to share resources with a MEC), and device to network (mainly to link to the cloud via an IoT platform). C-V2X chipsets will be announced for Q2 2018.
Ad-hoc communications are based on 3GPP D2D communications defined as part of proximity services in Release 12 and Release 13 of the specification. A new D2D interface was introduced as PC5 (name of interface), also known as side link at the physical layer. It has been enhanced for vehicular use cases, specifically addressing high speed (up to 250Kph) and high density (thousands of nodes).
The PC5 allows for two configurations: in "Mode 4" allows V2V ad-hoc networking without any network connectivity. The scheduling and interference management of V2V traffic is supported based on distributed algorithms implemented between the vehicles; in "Mode 3" scheduling and interference management of V2V traffic is assisted by eNodeBs (e.g Base Stations) via control signalling over the UE interface. The eNodeB will assign the resources being used for V2V signalling in a dynamic manner. In both cases GNSS is used for time synchronisation. Note that Mode 3 is not yet fully standardised.
Advances beyond the state of the art
As a first advance, the project will bring together the Chinese and European approaches on the choice of technologies for D2D communication. China is strongly supporting the use of PC5 and its integration with 3GPP standards whereas the EU is still considering a co-existence with 802.11p. Working together will strengthen our understanding of the technology trade-offs and benchmark each other’s solutions.
The project will plan trials to produce evidence that 5G V2N and V2I solutions can answer the KPIs for different IoV scenarios. Especially interesting are the KPIs related to latency as well as discovery and access to relevant data from roadside and cloud. For this, a combined solution between MEC and IoT platform is planned.
From a standard point of view, the project aims to bring new solutions to share vehicle sensing data between each other as well as to cooperatively share manoeuvring intention to predict vehicle trajectory. These next steps are essential if we want higher levels of automation to rely on short-range communication. Additionally, the IoV trials address vulnerabilities to cyber-attacks and data protection.
• Transport network
The traditional transport network has consisted of a backhaul between the base station and the evolved Packet Core functions (Mobility Management Entity (MME), serving gateway (S-GW), packet data network gateway (P-GW) etc., in a 4G network) and a fronthaul, in some deployments, which allowed the separation of centralized base station baseband functions and remote radio functions. In small cell deployments, a "midhaul" segment was defined for the connection of micro-base stations to a controlling macro-base station. For 5G, it is recognized that the transport network will need to evolve radically. There are several significant factors that have led to this requirement. The first factor is the huge increases in data rates and numbers of users, and the densification of access networks; these will place significant technological demands for bandwidth provision and aggregation (in all transport network segments). Then, there has been the recognition that the sampled waveform transport used in fronthaul up to now, cannot be used for 5G [NG15]. This has led to the definitions of different functional splits in the RAN between centralized and remote functions (to avoid the need to transport sampled radio waveforms) [DO13] [3G17], proposals for new intermediate, aggregation nodes within this new fronthaul [CM15], and proposals for the use of common access network technologies, such as Ethernet [GO15] and Passive Optical Networks (PON) [CH17], to reduce CAPEX and OPEX. Definitions for new transport network interfaces and operations have been evident in Institute of Electrical and Electronics Engineers (IEEE) standards groups (P1914 Next Generation Fronthaul Interface [IENG], 802.1CM Time-Sensitive Networking for Fronthaul) [IECM] and in the CPRI corporation (eCPRI specification [CP17]). Further, it has led to proposals for "X-haul" transport networks, where the distinction between fronthaul, midhaul and backhaul is more nuanced [TZ18]; in fact, a common transport infrastructure may simultaneously carry traffic from different RAN functional splits, as well as traditional midhaul and backhaul, together with fixed access network traffic, enabling fixed-mobile convergence. The final important factor that is affecting change in the transport network arises from the increased softwarisation of network functions - NFV and SDN, as discussed before. This requires the transport network to be similarly softwarized and software-defined, such that it can be orchestrated and centrally managed [TZ18]. The orchestration of the mobile RAN and core networks will, in 5G, require orchestration of transport network functions to provide the required service for given, transported streams [GO18]. To return to the importance of network slicing, as discussed in 1.4.1.1, network slices for different over-the-top (OTT) provision will need to be setup through the core and RAN of mobile networks, and therefore, through the transport network (backhaul, fronthaul, X-haul), too [GO18].
Advances beyond the state of the art
5G-DRIVE will design, develop and demonstrate the core functionality for a software-defined X-haul transport network which is responsive to load and the requirements of different services. This network will be designed such that it can be orchestrated through a framework/architecture that is common with the whole 5G infrastructure (core and RAN). Thus, specific control plane functions and abstraction for interaction with the orchestrator will need to be designed and developed. In terms of the data plane operation, the X-haul will use new, time-sensitive networking algorithms to minimise latency and latency variation for services and individual packet streams. The delay requirements will be verified through testing with new products and applications, and with different RAN functional splits, and the delay and delay variations will be measured under different load and use conditions in laboratory and field testbeds.
1.3.2. Innovation potential
The following objectives represent major innovation potential activities within the 5G-DRIVE project:
• Develop a comprehensive architecture supporting eMBB and IoV scenarios and different use case applications
• Conduct and evaluate real trial tests for radio access technologies and spectrum for eMBB scenario-based on predefined KPIs
• Conduct and evaluate real trials for V2N, V2V communications as well as security vulnerabilities in the IoV scenario
• Carry out innovative research in terms of radio access, transport network, virtualisation network slicing and security for future 5G vehicular networks.
Industrial and Consumer demand satisfied by 5G-DRIVE innovation potential:
The innovation potential of 5G-DRIVE is driven by the need for accurate assessment of eMBB and IoV scenarios in 5G ecosystems and the innovation in the LTE-V2X technology. Car manufacturers, mobile operators and consulting firms are calling for a complete assessment of the two selected scenarios.
While the requirements for 5G capabilities are still being finalized both in the ITU and 3GPP, there is a consensus about the main use cases the technology must support: eMBB, URLLC and massive machine type communications (mMTC). eMBB refers to the extended support of conventional mobile broadband through improved peak/average/cell-edge data rates, capacity and coverage. URLLC is a requirement for emerging critical applications such as industrial internet and specifically IoV. To this end, 3GPP has developed recently the LTE-V2X in Rel-14 addressing the connection between vehicles, V2N, V2I, and vehicle-to-pedestrian (V2P).
It is foreseen also that the improvements planned in Rel-15 will not only ensure that LTE will provide better support for IoV use, but will enable to address new use cases. Therefore, 5G-DRIVE is targeting the investigation of new use cases and services in future 5G vehicular networks.
Key Areas of Innovation
Vehicles are expected to be highly connected and automated in the future with less error than humans. This connectivity not only improves the overall traffic safety by increasing driver awareness, but it also improves the overall traffic efficiency. In the 5G ecosystem, the hyper-connectivity is mainly on a constellation of technologies. Technologies exist or are under-developed but will require further testing and recurring innovation. Nonetheless, the key areas of innovation where 5G-DRIVE is expected to contribute are:
• eMBB scenario and use case applications trial assessment;
• IoV (V2V, 2VN, V2I, V2P) trial assessment and security vulnerabilities testing
• Innovation in radio access, transport networks, slicing, security and privacy-friendly communications for future 5G vehicular networks, built on Car Connectivity;
The most important contribution of 5G-DRIVE will be the demonstration of capabilities of current 5G technologies for two main scenarios: eMBB and IoV. The role of these two scenarios in automotive innovation is increasingly more prominent. Traditionally, research is focused on IEEE 802.11p the de-facto standard for V2X communication and other co-existing technologies. As the determinants of market differentiation shift toward hyper-connectivity, low latency and higher throughput, eMBB and LTE-V2X are gaining momentum. Operators and automotive industry will increasingly rely on those technologies to build a long-term advantage. Vehicle manufacturers will face a growing number of decisions over whether to push the development of certain technologies alone or with a partner. Hence, the interoperability trial assessment that will be carried out by 5G-DRIVE will become increasingly necessary. Therefore, 5G-DRIVE will drive the implementation and deployment of a real-life heterogeneous eMBB/LTE-V2X communications network (with extended capabilities through the realisation of edge services) at the project test sites.
Another significant area of innovation in 5G-DRIVE is the research study that will be carried out. The aim of this network is threefold: on the one hand, it will investigate the radio access and transport protocols. On the other hand, it will study the innovation in virtualisation and networks slicing. Finally, 5G-DRIVE will address meticulously a greater concern for connected vehicles in 5G future vehicular networks: secure and privacy-friendly communications. To secure a vehicle adequately, the security must be considered from the design and at levels and especially at the networking and the MEC level. Hence, 5G-DRIVE is committed to study security and privacy technologies for the new transportation ecosystem.
2. Impact
2.1. Expected impacts
5G-DRIVE will have a significant impact on the uptake of international standards for 5G, as it demonstrates the practical successful deployment of eMBB in the 3.5GHz band and V2X technologies in the 3.5GHz and 5.9GHz bands. By putting advanced communication and computational technologies at the service of innovation and competitiveness across private and public sectors, 5G-DRIVE will ensure a leading position for European industry in a global perspective. This is crucial for effective digitisation of the society and the durable impact of open innovation efforts, which are at the centre of the objectives of the 5G-DRIVE project. The following paragraphs illustrate the impact that is expected, what level of impact we expect to achieve and how we will monitor and verify the achievement of these expected impacts.
2.1.1. Expected impacts set by
work programme
1. Holistic 5G networks implementations based on the latest 5G innovations and evaluated in the two prominent usage scenarios.
The trial sites in the project are based on the previous and current national or EU 5G testbed projects. The major vendors are involved in the testbed development and provide the key 5G equipment, including 5G NR base station at 3.5GHz, edge cloud devices, and 5G Core Network to testbed. During the project, the 5G equipment in the trial sites will be upgraded to add new Rel-16 5G features agreed in 3GPP. The University of Surrey’s 5G testbed will have 8x 5G base stations and 65x 4G+ base stations to cover 4 km2 area for testing of 5G technologies. A fully-featured virtualised EPC will be tested in the project. The Espoo trial site will be equipped with pre-5G base stations, edge computing server and 5G core networks to cover the total area of 2 km2. Real-time kinematic (RTK) base stations and roadside unit used for V2X trial will be installed in the Espoo trial site. Therefore, it allows the full evaluation of eMBB and V2X services at 3.5GHz and 5.9GHz. The project will have holistic 5G network implementation in different eMBB trial sites based on different vendors’ equipment. 5G-DRIVE will also seek the cooperation with ICT-17-2018 projects to utilize their large-scale trial facilities for more extensive evaluations.
2. 5G RAN for the specified bands validated in real world environments.
The studies and trial based evaluation in 5G-DRIVE will help verifying the features and capabilities of the 5G RAN. The trial scenarios and analysis of the trial observations will facilitate identifying any potential shortcomings or limitations of the 5G RAN when used in real world deployments. The testbed equipment, both installed infrastructure as well as user devices, will be used to test 5G RAN operation and performance in the frequency ranges around 3.5 and 5.9GHz. WP3 and WP4 will develop detailed test plans that allow the validation of the 5G RAN in both eMBB as well as V2X services. The outcomes will be of great value to the wider industry as well as the research domain.
3. Global interoperability demonstrations for 5G networks.
Global interoperability is essential for the success of 5G systems. 5G-DRIVE has three trial sites for eMBB services and two trial sites for V2X services. These trial sites will deploy pre-commercial 5G base stations and other 5G equipment provided by major vendors. The operator OTE will directly be involved in the trials, where the system interoperability problem is one of focuses in their trial activities. In China Mobile’s project, Huawei, Ericsson and Datang will provide the 5G equipment and the system interoperability is one key test item on their trial agenda. 5G-DRIVE will work with the Chinese consortium in the early phase to define the joint test specification. Interoperability tests from spectrum to key network and terminal functions will be clearly defined in the joint test plan. The project will discuss the feasible plan to bring the trial terminals, including car terminals, or chipset platforms from both sides for system interoperability test. In addition, between selected trial sites, it is feasible to carry out the interoperability demonstration for selected 5G services cross the EU and China. The joint trial tasks defined in WP3 and WP4 for eMBB and V2X respectively will take the efforts to realize interoperability demonstrations between the EU and China.
4. Joint contributions to global 5G standards specifications in relevant organisations (e.g.3GPP, ITU-R), especially in view of 5G phase 2 standardisation (beyond eMBB), and to harmonized spectrum bands.
The 5G-DRIVE consortium has strong standardisation partners. UL is board member of 3GPP project coordination group (PCG) since 1999. It will publish the project results to the board and to the 3 main 3GPP Working Groups (Core, Services and systems aspects (SA) and RAN) as a 5G validation concept with large scale trials. UL leads the ETSI IPv6 ISG defining the impact of IPv6 on 5G as well as on vehicular networking. It is a member of the ETSI ITS and member of the Internet engineering task force (IETF) IPwave which has started to standardise vehicular networking. MI is an ITU-T sector member and serves as Rapporteur on emerging technologies for the IoT at SG20. MI is also main editors of several draft Recommendations and is currently working with UL in defining a reference model of IPv6 addressing plan for IoT networks. The same task will be done to the Chinese IMT2020 responsible for 5G, although they are members of 3GPP PCG. This will harmonise and align China with Europe in view of a worldwide 5G interoperability as well as vehicular networking. MI will coordinate the standardisation towards the ITU and support the task activities, while UL will coordinate the 3GPP contributions. The task will identify relevant technologies to be standardized and will coordinate the effort of the relevant partners from both regions in order to adopt and promote joint contributions that are expected to have higher impact on the process. BMW will publish the results to the 5G Automotive Association (5G-AA) and relevant car-2-car consortia and industry Car standardisation bodies
5. Successful showcasing events with, ideally, joint demonstration across regions.
5G-DRIVE will organise and implement events to showcase the project's results related to the two explored scenarios: eMBB developments and V2X developments. These will provide the opportunity to demonstrate the practical applications of the technologies being addressed in the project. A total of up to five events will be organised in the project. At specific stages of the EU and China projects, China representatives will be invited to also showcase their results. This will be an opportunity to increase the visibility of the projects and results across all relevant stakeholders. Furthermore, one event in China will be organised yearly to further complement the showcasing of results. To maximise impact and participation, these events will be organised back-to-back with other relevant events at the EU level.
6. New or reinforced cooperation between 5G R&I stakeholders from EU and China, with a focus on private companies (industry, telecom operators, SMEs).
5G-DRIVE is intimately associated to two of the strongest and most exciting markets in the world today: mobile communications and the automotive industry.
• Although the number of new smartphones sold per year (ca. 1.5 billion in 2016) is predicted to be reaching a plateau, the mobile communications market is hungry for new services that require increased bandwidth and broader geographical coverage, whilst also being affordable.
• The automotive industry is one of the most innovative sectors of the global economy. It is also a high-value market, with almost 18 million new vehicles sold per year, globally. Sales are largely driven by new features that improve safety, comfort and provide a better driving experience.
The innovations that are being experienced in both of these markets are being achieved as a direct result of cooperation between industry, telecom operators and SMEs (with initial ideas coming also from universities and research institutes).
The large industries are dependent on agile SMEs to develop products that can be delivered quickly to telecom operators to provide new services to their customers. This chain will be clearly visible throughout 5G-DRIVE and will specifically lead to new opportunities for reinforcing cooperation between 5G R&I stakeholders from the EU and China.
2.1.2. Other substantial impacts
• Impacts on the 5G PPP KPIs
5G-DRIVE contributes additionally to the following overall KPIs for the 5G PPP Programme:
Leverage effect of EU research and innovation funding in terms of private investment in R&D for 5G systems in the order of 5 to 10 times.
The direct and indirect participation of key industrial companies in the project demonstrates their interest in the topic and willingness to cooperate with Chinese organisation in the field. It is clear that their investment in this area vastly outweighs the relatively small EU research and innovation funding they receive through 5G-DRIVE.
Target SME participation with an allocation of 20% of the total public funding.
5G-DRIVE comprises 5 SMEs, which is 29.4% of the partners, and more than 20% of project public funding is allocated to them.
Reach a global market share for 5G equipment & services delivered by European head-quartered ICT companies above the level of 43 % global market share in communication infrastructure.
One reason for the information and communications technology (ICT) departments of European head-quartered companies to be participating in 5G-DRIVE is the opportunity to twin with the (much larger) Chinese counterpart project, funded by MIIT. It is anticipated that the collaboration can lead to increased market-share for the companies, across a broad range of 5G areas in both horizontal (infrastructure) and vertical (automotive) sectors.
To demonstrate the use of eMBB to achieve a peak data rate of 20Gbps (DL) and 10 Gbps (UL).
These are targets set by the 5G PPP KPIs. 5G-DRIVE will meet these requirements, using specifically the 3.5GHz band (and achieving the corresponding spectral efficiency).
• Environmental and societal impacts
5G-DRIVE will demonstrate how 5G technology provides environmental and societal benefits in alignment with defined key performance indicators and strategic objectives in the following areas:
Energy efficiency: Through network slicing, the use of the same RAN to serve multiple services and multi-tenancy.
Security: This is an important aspect, particularly for the vehicle industry. 5G-DRIVE contains partners (UL and MI) having specific competencies in this area.
New cost-effective services: The wealth of new services enabled by 5G is the driving force for its development and deployment. 5G-DRIVE is a key player in showing the feasibility to support these new services in the fields of eMBB and V2X, using already-standardised spectrum bands. Aspects of the project focus on doing this in a cost-effective manner.
Demonstrating European competence: 5G is a global technology for both human and machine communications. For European organisations (from research to industry) to benefit from the worldwide potential, it is necessary to demonstrate European competence in the field. 5G-DRIVE is one way in which, through trials between the EU and China, this competence can be made visible to the rest of the world.
Knowledge sharing: The trial sites are not closed environments only for use by 5G-DRIVE; they are available for use by other researchers, industries and end-users, thereby multiplying the effect of the EU funding by avoiding the need to reproduce the same facilities. The knowledge gained from the project will also be used by the academic partners in their curricula.
How OB-BAA is redefining access
as we know it
By Robin Mersh, CEO, Broadband Forum
Robin Mersh joined the Broadband Forum as Chief Operating Officer in July 2006, and was promoted to Chief Executive Officer in July 2010. Robin has authored many articles and has spoken at and chaired many broadband industry conferences and exhibitions. He has worked in the telecommunications industry for over 20 years, starting at Cable & Wireless and then moving on to BT before meeting his wife and moving to the US in 1999. Robin has worked in business development and alliance management for various OSS software companies in the United States, mainly in network and service provisioning and activation, where he negotiated and managed several large OEM agreements. He is originally from Cambridge in the United Kingdom. He received a Bachelor of Arts degree with honors from Queen Mary and Westfield College, University of London in 1992.
Today’s access and edge network segments within the central office make up a collection of application-specific, purpose-built devices. This architecture has been the foundation for the vast majority of the more than 1 billion broadband connections deployed today. Key successes have been where the adoption of the architectural patterns and associated standards, defined by industry organizations like the Broadband Forum and its many sister organizations (both Standards Defining Organizations and Fora), have enabled an ecosystem where solutions provided by different vendors interoperate and coexist for the benefit of stakeholders, equipment manufacturers, service providers, system integrators and, most importantly, end-users. These architectural frameworks, standards and activities such as certification have been important enablers in developing ecosystems that operate at scale.
However, as new approaches and technologies evolve, a reexamination of existing networks is needed to ensure a more responsive, agile ecosystem, capable of encouraging new revenue opportunities while reducing operational costs.
Networking revolution
The proliferation of Network Functions Virtualization (NFV) and Software Defined Network (SDN)-based automation and the use of open source software in the access network have been a direct result of this reexamination. These technologies have been key enablers at the heart of the revitalization of the broadband ecosystem. They also are the foundations for the next step in the broadband access network evolution –the Broadband Forum’s Open Broadband – Broadband Access Abstraction (OB-BAA) project. This initiative – which has just published its first code release – has been created to enable standardized, automated and accelerated deployment of a new cloud-based access infrastructure.
The reexamination of the access network has also created a more open, agile broadband solution which can respond to continued growth, brought about by the impending arrival of 5G and the IoT-enabled Connected Home. Consequently, the central office has taken on a new architecture. Functions are being disaggregated and moved into the cloud to increase business agility for the deployment of new services, to lower operational costs, to improve the network’s reliability and boost levels of customer satisfaction.
Basis for growth
The foundation of this new architecture is built on the notion of SDN-controlled life-cycle services and functions that can be up or downscaled, depending on the requirements of each networking customer. Open source is also a crucial component, changing how solutions are developed and deployed. Fundamentally, open source principles encourage open APIs that are programmable and standard, using open data that separates data and application logic. They also encourage open specifications that can be controlled to achieve interoperability and facilitate an open ecosystem.
These capabilities provide flexible deployment options with virtualized network functions; enable responsive scaling to optimize capacity utilization, ease on-boarding and upgrading of network functions, and give increased automation of the services being provided to the customer.
Think like a data center
What will be essential as this plays out, however, is that telecoms must adopt practices currently used in the data center environment.
As we know, information and communications rely on the telecom industry’s highly valuable infrastructure, spanning not just millions of devices, but billions, with endless locations being reached and services by a myriad of connected devices. To minimize the risk to business viability and technical stability that the introduction of new technologies and open source initiatives bring, a seamless migration of the existing network to a next-generation architecture will be essential. Operators should also plan for long-term coexistence to protect investments and local conditions, while infrastructures also need to be agile and capable of responding to rapidly emerging software defined access models.
This is where OB-BAA comes in. Specifying Northbound Interfaces (NBIs), core components, and Southbound Adaptation Interfaces (SAI), BAA creates the possibility of pulling differing access device types, including legacy implementations, under a single network and service management and control umbrella. This opens them up to key management elements such as SDN management and control, and Element Management Systems. The project leverages the use of existing Broadband Forum and non-Broadband Forum YANG models, along with NETCONF for the SAI.
A new set of YANG models for the NAI provides the aggregate description of the underlying access network assets that are made up of specialized PNFs and VNFs. The NAI data models will cover a complete set of functionalities to enable automated access inventory, service provisioning and monitoring, as well as network commissioning functionalities. Because the NBI and SAI utilize standardized models and the core make up of BAA is designed as virtualized micro-services with specified interfaces, the components can be easily adapted and deployed in a variety of virtualized environments.
End gains
The benefits this will bring to operators are significant. Service Providers will have the ability to introduce new infrastructures incrementally, as opposed to previous total replacement requirements. OB-BAA will also make it possible for Service Providers to migrate to and manage programmable network environments, where new services can be deployed rapidly through interaction with the common abstraction of Access Nodes. Service Providers and equipment manufacturers will also benefit from the flexibility of being able to streamline development by implementing standard interfaces. Differentiated service offerings will also be established via stable standardized platforms.
Ultimately, it will offer Service Providers more choice than before, allowing them to weigh up the benefits of local vs. system-wide implementations, while the layering aspect means it is coordinated with other industry initiatives, such as Open Networking Foundation (ONF), Open Platform for NFV (OPNFV), and Open Network Automation Platform (ONAP). With an agile, flexible and integrated approach like the one facilitated by BAA, service providers can embrace the best of both open source and open standards to create a programmable broadband network which delivers on the promise of next-generation broadband while also protecting their investment.
For more information: www.broadband-forum.org
IT solution providers find success selling subscriptions with a full customer lifecycle approach
InterComms talks to Ittai Bareket, CEO of Netformx
Ittai Bareket
Under Mr. Bareket’s strategic leadership Netformx has become the leader in opportunity-to-quote solutions specifically designed for IT solution and service providers, vendors, and distributors. The Netformx cloud-based CPQ-for-IT application suite enables users to quickly and accurately create differentiated, winning multi-vendor designs, quotes, and proposals, while leveraging business insights and analytics to increase productivity and profitability.
IT solution and service providers, such as resellers and Communications Service Providers, are being
challenged on multiple fronts. Their customers
may be large corporations with multiple branches that span jurisdictions or small to mid-sized enterprises with more straightforward networking needs. No matter what the size, enterprises expect excellent customer service and solutions that meet their needs. Competition is intense and sharply focused on providing the best customer experience.
At the same time, IT solution providers must focus on operational excellence to ensure their own profitability. They require streamlined and consistent sales processes that provide efficiency and scalability, while simultaneously delighting their customers. Efficiency is difficult to achieve because custom solutions, especially for large enterprises, are generally required to meet each customer’s specific needs.
Rationalizing the parallel needs of providing individual customer excellence to increase revenues with the necessity to streamline operations to increase profitability is a significant challenge for IT solution providers.
The customer engagement journey doesn’t end with the technology sale
In the past, traditional IT sales were drop-ship where sales teams focused on technology “box” or asset sales. Once the technology was purchased the renewals team would manage the customer’s maintenance contracts. That is no longer the case. These days, even hardware is sold as a subscription in lieu of charging for the traditional iron, not to mention selling subscriptions for the associated software. Hardware companies are transforming into software subscription providers who are now generating substantial recurring revenues. IT solution providers must also transform their business model and selling motions to meet ever-evolving commercial models of recurring offers, everything-as-a-service, and multi-year subscription engagements.
In today’s economy, selling a solution is not enough. Enterprises must also adopt, i.e., utilize, the solutions and leverage them to drive their businesses. If solutions are not adopted and benefits realized, the solution provider will not be able to obtain annual renewals and will not be able to upsell new functionality and expand its offering to the enterprise.
Happy customers are loyal to their solution provider, spending more money over time. Yet if the product or service isn’t meeting their needs—at any point along the customer journey—they might churn to another provider, drying up the recurring revenue stream of the prior provider. Leading IT solution providers engage with their customers throughout the solution lifecycle, from initial sale, to adoption, expansion, and renewals.
The LAER Customer Engagement Model for sales
The LAER customer engagement model1 (pronounced “layer”), created by Technology Services Industry Association (TSIA), describes four steps in the customer journey, viewed from the solution provider’s perspective.
The LAER steps are:
• Land: All sales and marketing activities required to land the first sale of a solution to a new customer, and the initial implementation of that solution.
• Adopt: All activities involved in making sure the customer is successfully adopting and expanding their use of the solution.
• Expand: All activities required to cost-effectively help current customers expand their spending as usage increases, including both cross-selling and upselling.
• Renew: All activities required to ensure the customer renews their contract(s).
This customer engagement model contrasts greatly with the technology asset sales of the past that only focused on landing the technology contract.
Applying the LAER Model
Today, the landing phase typically involves understanding complex customer requirements, quickly creating a proposal that meets their business needs and is priced competitively, and successfully implementing it on-time, on-budget, and without problems. Initial and continuing adoption of the IT solution engenders the customer’s loyalty and creates stickiness. It is accomplished by working with the customer to help them achieve their business outcomes. Providing validated, error-free configurations that are implementable and easy to adopt support this step.
The expand and renew steps are essential to growing the IT solution provider’s revenue streams. The solution provider can expand the enterprise’s engagement by suggesting new features to boost their efficiency or to help them achieve new goals. These may be accomplished through the application of analytics and machine learning. Solution Providers may also want to consider using insightful asset management and tracking to proactively remind customers of coming service contract expirations or end-of-life or end-of-support situations to increase renewal rates. Overall, the IT solution provider should provide data to help their customers understand the value they have received. With the facts in their hands, expansion and renewals are easy to justify and occur without objection.
The Cisco Lifecycle Advantage2 program echoes the customer engagement lifecycle perspective by centering on important milestones in the life of a customer and using action-triggered email automation to provide partners with a simple, efficient customer engagement model.
Operationalizing the customer engagement journey
This all sounds great for an IT solution provider’s business, but what tools do they need to operationalize successful customer engagement journeys? How can they streamline and scale their operations to maintain profitability as their business grows?
Selling IT solutions is very complicated. Markets, channels, and end-customer requirements keep changing. IT technologies are complex and evolving continually. Products, price models, and incentive programs are modified continuously by each vendor, making it difficult to create proposals and quotes that optimize the solution provider’s margins. Sales can be very technical and require a high level of expertise, which is an expensive and limited resource. Especially for large enterprise customers, each sale requires a customized solution. Yet unique, manually created designs and proposals are expensive to create and can lead to design errors, interoperability issues, and more costly custom implementations. Despite these challenges, the fact remains that if solution providers are to be profitable they must automate the implementation of best practices, repeatability, and consistency across their sales organization.
To do this, IT solution providers have turned in earnest to sophisticated sales enablement and opportunity-to-quote applications and tools that increase their operational efficiency. These streamline the IT sales process through powerful business intelligence, actionable insights, guided selling, collaboration, and automation, resulting in better business outcomes.
Typical sales productivity enhancement systems include Customer Relationship Management (CRM) systems that manage a company’s interactions with current and potential customers and Configure, Price, and Quote (CPQ) systems that help companies accurately determine prices across a large and constantly changing set of variables and to quote a customer the best price that satisfies all the variables.
CPQ-for-IT Goes Beyond the Initial Sale
An end-to-end IT networking solution may involve dozens of products, services and software from multiple vendors. These may have complex interoperability, capacity, and performance constraints. They may even involve different geographic or regulatory requirements for multiple branch offices. Alternative products need to be evaluated, each having different costs and/or vendor discounts. To speed cost-effective implementation, solution provider best practices and preferred design decisions may come into play. This is where a standard CPQ solution may not fit the bill.
A comprehensive and sophisticated CPQ-for-IT solution should simplify this multifaceted IT sales process and position the solution provider to continue the customer relationship for the long haul and with more than just a renewal. CPQ-for-IT solutions provide an efficient way to configure, design, and sell complex solutions. They increase sales team productivity in the face of rapidly changing technologies and vendor pricing models and incentives. And they reduce the time from request to quote to order, ensure solution accuracy, and provide business insights that improve their profitability. Additionally, they ensure adoption of the solution, followed by solution expansion to meet the evolving customer’s need, and ensure the subscription renewal is desired well before renewal time comes.
To add even more value to the IT Solution Provider, Netformx has introduced the Expose, Educate, and Guide (EEG) concept to the market. EEG means providing at the sales team’s fingertips the information they need at any given point in the sales process. That is, in context, expose them to the relevant product and incentive information, provide high level explanations and links to the specific details, and then help guide the conversation with customers, for example by providing talking points and customer data related to renewals and upsell opportunities.
Behind the EEG-oriented user interface are CPQ engines that support configuration, pricing, quoting, and proposing. An important aspect for CPQ-for-IT is the need for vendor product and promotion content data feeds that are updated daily, aggregated, correlated, analyzed, and pushed to the user community. A comprehensive KnowledgeBase and analytics tools enable users to easily manage and maximize benefits from vendor partner discounts and incentive programs and to automatically identify risks and opportunities for up-sell and cross-sell. Having this all at their fingertips via EEG means that the CPQ tools can be used out-of-the-box and with minimal training on vendor programs and idiosyncrasies.
Predictive, proactive, and prescriptive analytics, as well as artificial intelligence and machine learning, play an increasingly important role in IT sales efficiency and profitability. They provide in-context actionable insights such as:
• Guided selling advisors to simplify and guide the sales process
• Highlighting alternate products during the design process to increase margins
• Analyzing deals in depth to maximize profitability, at different points in the sales process
A best-in-breed CPQ-for-IT solution goes well beyond creating a quote. It simplifies adoption through accurate proposals that incorporate services and subscriptions, expands adoption through up-sell and cross-sell opportunity identification, and provides the insights needed to increase renewal rates. Despite growing complexity and rapid changes in the IT environment, technology advances such as these enable IT solution providers to efficiently operationalize the sales process across the customer’s entire journey.
Managing the Complexity of Selling IT Solutions to Enterprises
The world of IT sales is changing dramatically. The industry is moving to a subscription-based economy where the monetary value of a customer is realized over time, not at the initial sale. At the same time, solutions are becoming more complex and the penalty for poor customer service has never been higher. To stay ahead of the competition and retain their customers, IT solution providers must focus more deeply on the customer’s complete LAER engagement journey, from landing the initial sale to simplifying and supporting adoption to expanding adoption to renewing subscriptions. They need to become trusted lifecycle advisors and build long-lasting relationships that help their customers realize the full value of their investment throughout the engagement journey.
To support that customer journey and engender loyalty IT solution providers must incorporate analytics, automation, and business-focused insights in their sales operations. These capabilities support the customer but also benefit the solution provider operationally by enabling them to move quickly, be agile and responsive, scale as they grow, and increase profitability through cost-effective execution.
Find out more about Netformx at: www.netformx.com
1 http://blog.tsia.com/blog/laer-explained-a-new-customer-engagement-model-for-a-new-business-era
2 https://i.crn.com/sites/default/files/ckfinderimages/userfiles/images/crn/Cisco/CommittedGrowth/Lifecycle-advantage-datasheet.pdf
Towerco management in the age of digital transformation:
a novel approach that can future-proof your sites
Strategies for better managing your passive mobile infrastructure assets
The tower industry is a $300B infrastructure asset class. Management of its passive mobile infrastructure assets can make or break a towerco, which owns and manages tower sites and all the infrastructure on them.
Independent towercos, which privately own towers and related assets, are cropping up with increasing frequency. They are infrastructure landlords, providing the site and the site infrastructure to tenants. In a typical towerco deal a third party buys an existing tower from a mobile operator and leases it. Tenants usually include a mix of the original operator, other established players, and newer, small entrants who don’t have the funds to roll out a new network of their own. Achieving specific tenancy ratios is integral to their business success.
Towercos are relatively new to the mobile and wireless industries, but are playing an increasingly important role in mobile rollouts. A huge number of mobile sites is required to support current 4G and 5G rollouts. An even larger number will be needed to support the future rollouts on the horizon. These sites are complex and need highly professional management of rollout planning, execution and ongoing operations.
As towercos expand their footprint in the industry, they need to fully understand what’s required to manage tower sites and infrastructure. Digital transformation is forcing change and towers, like other businesses, must be prepared to adapt as needed. This preparedness means towercos must take a forward-looking view of the industry and put in place today the enabling technology that will allow them to accommodate new requirements of the future. This will be the key to longevity and profitability in a changing digital world.
A Properly Managed Tower Site Operates Like a Well-Oiled Machine
Towercos provide site and site infrastructure. While these go hand in hand, from an operational perspective it helps to look at them separately. Site management encompasses a broad range of activities, but all share the same basic principal of documentation.
The first activity is candidate selection. A lot of diverse information is collected as the towerco researches potential sites, such as search areas with site candidates, site property with site content and contacts. This real estate and facility documentation must be stored in a content management system, similar to how technical information about infrastructure assets and resources is documented. Storing real estate and facility documentation in such a software system makes it actionable. For analysis and decision making, for environmental permit tracking, for ensuring planned milestones are hit, and for making sure regulatory restrictions are honored.
Once the site is selected, planning and rollout of site infrastructure assets occurs. These activities must be managed properly, and they require a well-structured process flow and coordination between all involved parties and subcontractors.
Once a site is operational, ongoing management of its assets and space become a top priority. Each site has many diverse assets to manage, including but not limited to generators, UPS, PDU, CRAC / CRAH air conditioning units, CCTV and access control devices, poles, rooftops, antennas, radio units, BBU equipment, routers and OTN devices. The only way to keep track and maintain functionality of tower assets is to know exactly what you have. That means documenting them in a comprehensive database and having processes to keep the data current at all times.
Towercos will also want to assign assets and equipment with associated information to specific tenants, and they’ll want to link equipment to site and assign resources by tenant. This is extremely important as towers are multi-user and multi-tenant. These linkages and assignments should be documented in the database as well.
In terms of space, the towerco must know how many racks and cages its site supports, assign them to tenants, and know at any given time how much space is used versus what is available. Space usage diagrams are a beneficial tool for analyzing and reporting on used, free and reserved space, both in aggregate and by individual tenant. These are only available when there’s an underlying database in which the detailed site-specific information is properly documented.
A common theme emerges when these different facets of tower site management are examined. All require a way to keep track of and make actionable specific information. Towercos can borrow principles from data center infrastructure management to address this need. Any DCIM tool relies on a database of documented assets in the facility to manage space, power, cooling and connectivity. What towercos need is a software system that expands this functionality to include all assets, resources and information, across all operational areas. Managing tower site information in such a unified way streamlines all processes. A key feature to look for in a management solution is therefore a single source of truth data repository that crosses operational boundaries.
A New Approach to Managing Tower Infrastructure
The ability of a towerco to deliver quality service while keeping costs low and customer satisfaction high is completely dependent on how it manages site infrastructure. The tower infrastructure is the convergence of many elements: the tower, edge small cells, fiber and power cabling and data center infrastructure. When you consider tower infrastructure from this perspective, it makes sense to re-frame managing it to align with that of an edge data center.
Towers are becoming more prevalent because they are necessary for mobile edge computing. Service providers need to get their customers closer to their network to deliver a better experience. Towers are a link in the chain from core data center to edge data center to, ultimately, end users. As such, they have similar needs as edge data centers in terms of capacity, connectivity and redundancy, as well as space, power and cooling. In this context, it’s valid to use edge data center infrastructure management best practices as a reference for tower infrastructure management.
At the heart of both should be DCIM capabilities, enhanced with cable and telecommunication resource management. This approach is the best way for towercos to future-proof their towers. As more and more service providers push the boundaries of their networks, only towers equipped with the right foundation will be positioned to play a role.
The Tower-Data Center Link
Traditionally, DCIM is not a topic of conversation among towercos. But every tower and rooftop need sufficient power, cooling and space to operate. These are the fundamentals of DCIM. FNT Command software has DCIM functionality that makes it possible to efficiently manage the space, power and temperature of towers, similarly to how it manages those elements in a data center.
All tower assets and resources are documented in FNT Command’s central data repository, which feeds the software’s management system. Users can then view the tower’s as-is space usage in various graphical representations and see at a glance what is used, what is committed and what is available. Similarly, since power cabling and circuit breakers are also documented in Command’s database, towercos have information about provisioned versus consumed power and power capacity readily available. Command also provides the ability to monitor power consumption per tenant, which is key input to pricing discussions and ensuring SLAs are met. Temperature rounds out the DCIM discussion. FNT Command monitors site environmentals to control cooling, heat emission and cooling capacity. In terms of temperature management, the only difference between towers and data centers is that towers sites are smaller and cooling needs are limited.
The Tower-Edge Data Center Link
Towers house critical edge resources. These RAN resources at the site must be linked to fronthaul and backhaul connectivity data, configuration data for mobile RAN resources, and operations from mobile RAN to core network. A tower’s cabling and connectivity infrastructure must be capable of handling these data flows.
For a tower to operate it must have physical and logical network inventory to manage site infrastructure such as power and cabling, but also antenna, BBUs, RRUs, routers and OTN devices. From a mobile operations perspective logical connectivity management is needed both in the fronthaul and backhaul portion of the network. Configuration data must also be managed, i.e. parameters of antenna, parameters of BBUs, RRUs, cells. Towercos can take over these types of tasks from their mobile operator tenants, such as RAN configuration management, RAN operations, RAN spare part and repair. In so doing, they help their operator tenants get closer to their users, regardless of where they are or how distant from the core network.
In today’s new mobile RAN architectures the previous long coaxial cable runs are being replaced with fiber optic accompanied by power cables to provide power to the equipment at the tower or rooftop. Cabling is the foundation for the FTTA (Fiber to the Antenna) and C-RAN architecture of towers and is the backbone of tower tenants’ connectivity requests. The FTTA approach used with C-RAN architecture requires enhanced fiber management functionalities to plan, rollout, and operate mobile sites.
Towercos need to connect cable at the site and equipment such as routers and OTN devices with the networks of different operators. Cable management will be a constantly increasing challenge because more technologies are being deployed and operator site sharing makes cellular sites more crowded. In addition, dozens of fiber optic and power cables will be running on the sites, increasing the risk of cable damage and the complexity to assure diverse routing requirements.
As with edge data centers, redundancy is mandatory and must be managed on both the logical and fiber layers. FNT Command manages tower resources from C-RAN / FTTA down to mobile core, and it manages all connections between all network resources, regardless of where they reside. The importance of this capability cannot be overstated.
Operationalizing Tower Infrastructure
The real benefit of a solution like FNT is that it provides a rock-solid foundation on which all other processes can reliably run. For instance, it supports workflow process management from work order creation to management of field forces and sub-contractors. In planning mode, the work orders required to fulfill planned new connectivity or rollout new assets are automatically created and can be forwarded to the field force team or subcontractor to execute. Workflow capabilities support the structured execution of the defined processes. This is just one example of how a towerco can use FNT to plan and manage different tenant requests efficiently.
This capability takes on greater importance when you consider that a towerco can manage thousands of sites, with different tenants at each site. Different tenants will ask for various products and services. FNT makes it possible to manage a product and service catalog consisting of different bundles, i.e. space, power, connectivity, remote hand service. Such a catalog manages the packages sold to the different tenants efficiently. It provides full transparency of all services offered to tenants inclusive of assigned resources, cost and price over the entire service lifecycle. This catalog-driven approach establishes an efficient, standardized and scalable service delivery chain. The benefit this affords towercos is an online product and service catalog to present to tenants to self-select the services they want, which is in line with how much of business is done in today’s digital world. Additionally, because such a catalog has modularized components on the back end, it leads to a structured, accelerated and much improved sales and offer process. Given the large volume of tenants a towerco serves, this automation of service delivery is necessary for the commercialization of its various products.
Deploying the Right Solution Matters
Many solutions on the market today can perform some of the functions towercos need. Very few can perform them all. FNT Command stands apart from other solutions because of the breadth of capabilities it offers. These capabilities stem from its central data repository. This verified as-is inventory of all tower and site resources and connections supports site infrastructure, asset and equipment management, and feeds a management system that enables towercos to efficiently manage their fiber and power cables, tower, pole, power assets, antenna, RRU, BBU, routers and OTN devices.
It also supports tower infrastructure operation and maintenance, which is crucial for avoiding unscheduled downtime. Equipment checks and preventative maintenance schedules ensure infrastructure performance. FNT Command makes regular maintenance easy and efficient by supporting planning of maintenance windows. It delivers an immediate analysis of the impact caused by the planned maintenance activity, so the towerco can take preventative measures to re-route services and avoid unnecessary downtime.
It works similarly in case of a failure of either cabling or equipment. FNT Command identifies what services run over the affected equipment, what connected nodes are affected by the outage, and which tenants are without service. Armed with this information the towerco can quickly determine the best way to solve the issue, which is usually re- routing while the downed equipment is repaired. In both scenarios, FNT Command is instrumental in minimizing the revenue loss from downtime periods.
Conclusion
In the era of professional infrastructure sharing, towercos can drive profitability by focusing on site management and site infrastructure to increase tenancy ratios, improve operational and energy efficiency, and standardize and accelerate 4/5G rollouts. They need both a sound infrastructure and tools to manage tower resources and processes to support these activities. FNT Command provides both. It offers towercos a full range of capabilities to plan, operate and manage mobile sites and the infrastructure resources they need to function for both existing networks and technology, and those in the future 5G and beyond world.
For more informationvisit us at:
networktransformation.fntsoftware.com
gen-E expands OpsCenter portfolio with search-driven advanced analytics
InterComms talks to Kate Patterson, Vice President of Marketing, gen-E
Q: Could we go back over OpsCenter and its primary use for ISPs and Telcos?
A: OpsCenter is primarily used to enhance an ISP or Telco's current use of IBM Netcool, the industry's premier event and fault management system. OpsCenter gathers all relevant data from other systems, and then allows correlation and analysis.
Q: gen-E have upgraded OpsCenter to search-driven analytics, why did you feel the need to include this feature?
A: We believe that adding search-based analytics now (and AI shortly) allows customers to extend the useful life span of Netcool by adding capabilities customers are asking for. It means that customers do not have to rip out and replace Netcool, but can use OpsCenter to add powerful additional capabilities to it.
Q: How is OpsCenter enabling companies to maximise investment in existing systems?
A: By not having to replace tools such as Netcool, customers are able to continue to maximize returns on the investment they made. In addition, the largest part of the investment is often in the training and education of staff - by extending the use of the tool, customers can avoid costly re-education and continue to gain insights from their staff's experience.
Q: Can we look at who is using the product and how it has helped them with real-time problems?
A: Yes, please see below for a rough write-up of how Consolidated Communications is using OpsCenter.
Typical fault management is a binary exercise – you have a fault or you don’t. A technician watches a screen of alarms and they respond to them. Consolidated has thousands and thousands of alarms, and can’t see root cause or anything outside of the red screen. So much noise, but can’t find the signal in all that noise. OpsCenter helps them find the signal that would be overlooked by the tech.
For example, they expect to have x numbers of events at any given time of day. 50 BGP alarms in this 15 minute period. At this same interval tomorrow, we have 500 instead of 50. Technicians can’t necessary tell this, but because OpsCenter sees that it is outside of the normal threshold, it notifies the technician of the anomaly.
Danny is looking for threshold-exceeding scenarios. Netcool will tell you how many events happen of this type, but not the threshold piece. Netcool can suppress them, but they can’t let you know that there is a deviation from the threshold.
Q: What is next for gen-E?
A: Without pre-announcing, we have stated our next product evolution will be the introduction of an AI tool in early 2019, to be named OpsCenter Decide. This tool will be able to ingest the analytics provided by our OpsCenter Analyze, and provide best-practice solutions and recommendations.
For more information visit: www.gen-e.com
Milestone moment for 5G as Broadband Forum delivers recommendations for converged 5G core network to 3GPP
Broadband Forum-orchestrated feedback from major global operators and vendors will open doors for the leveraging of fixed and mobile networks to unlock new service capabilities
A milestone moment in developing a converged 5G core network, addressing both fixed and mobile networks, has been reached after Broadband Forum delivered detailed recommendations to 3GPP.
However, as new approaches and technologies evolve, a reexamination of existing networks is needed to ensure a more responsive, agile ecosystem, capable of encouraging new revenue opportunities while reducing operational costs.
The proposals made by Broadband Forum were created at the request of carriers that participate in both Broadband Forum and 3GPP and were developed after a comprehensive cycle of iterative feedback between the two organizations. The suggestions address the common interfaces for access networks and 5G core networks to support the convergence of wireline and wireless networks. Detailed recommendations on a number of interfaces in the context of fixed 5G have been passed on to 3GPP, which will allow its members to evaluate the interfaces that run between the 5G core and the fixed network. In addition to this, recommendations on signaling changes and enhancements were also provided, addressing how wireless access can be fully integrated into the 5G core.
David Aders, (Acting) Executive Converged Control Plane Engineering at Telstra Corporation, one of the operators which contributed significantly to the recommendations, said: “The Fixed Mobile Convergence vision is an important enabler for Telstra in line with our Network Technology vision to provide our customers with services that can span all access technologies in a consistent and unified manner. The alignment and collaboration between Broadband Forum and 3GPP are essential to delivering an ecosystem that is truly game changing and providing a globally supported framework for operators such as ourselves to develop many next generation services.”
Alex Jinsung Choi, Senior Vice President Strategy and Technology Innovation at Deutsche Telekom Group, another operator that contributed significantly, said: “Our vision for 5G is to deliver a seamless experience for our customers across all their devices, whatever the access type. Implementing a converged and integrated core network is the key to unlock this converged services approach. We welcome this important contribution to ensure a globally standardized approach to achieve Fixed Mobile Convergence.”
As part of its efforts to drive Fixed Mobile Convergence (FMC), Broadband Forum is also developing a specification for a 5G Access Gateway Function (AGF) that adapts fixed access onto the 5G core, specifications for 5G-capable Customer Premises Equipment (CPE), and specifications which address the interworking of existing fixed access subscribers and deployed equipment into a 5G core that encompass a variety of deployment scenarios. This will enable the integration of wireless and wireline technologies, empowering operators to create powerful new converged service offerings.
“This is an exciting moment for the 5G market, as well as for Broadband Forum, 3GPP and their memberships,” said Dave Allan, Broadband Forum’s Wireless and Wireline Convergence Work Area Director. “As we reach this milestone in our work on Fixed Mobile Convergence, we are able to deliver the detailed feedback and recommendations which will drive the core convergence of fixed and mobile networks. In many ways this is just the beginning and, as Release 16 progresses and 5G further expands, our work with 3GPP will continue to ensure standardization of this new technology is successful. With 5G promising a variety of new and innovative applications such as autonomous driving and healthcare, this work is crucial to enabling converged operators to unlock these opportunities – empowering them to deliver a uniform experience to their customers irrespective of the access media type, technology, or appliance they are using.”
The scope of the work in cooperation with 3GPP forms the backbone of a converged network, which will enable the efficient delivery of 5G services over various access networks, including fixed broadband access, WLAN, 3GPP-defined radios, Bluetooth and many more. This unlocks capabilities to access services provided by the 5G network using non-3GPP access – ensuring users can seamlessly switch between fixed and mobile networks without compromising their connectivity.
“Through our work on 5G, we are delivering a network for enhanced user experiences - enabled by ultra-fast data connections, an open and flexible architecture and mobility,” said Georg Mayer, 3GPP Core Networks and Terminals Group Chair. “The recommendations from Broadband Forum allow us to develop a truly access agnostic and common 5G core network, which will allow seamless user and service mobility between 3GPP and non-3GPP accesses.”
The new specifications developed by 3GPP and Broadband Forum – which will either form a part of or complement 3GPP’s Release 16 specifications, due for publication at the end of 2019 – marks the important role of the fixed network in supporting 5G. The joint work of the two organizations will continue in the run up to and following the publication of 3GPP’s Release 16 specifications and will expand as 5G networks are built out and start to evolve.
Within Broadband Forum, further work has been carried out to address the design requirements of 5G and the technology enablers which will drive both mobile and fixed developments, as well as liaison with other industry alliances, including NGMN, which aims to address the functionality and performance of next generation mobile networks.
“Two years ago, ten of the world’s biggest operators came to us with their concerns that the 5G infrastructure which was being developed would not let them take advantage of both their wireless and wireline networks,” said Geoff Burke, CMO of Broadband Forum. “Today, we are able to deliver a set of recommendations which will not only address how the 5G core can be evolved to support the fixed networks of these operators but provide them with the capabilities to launch new innovative combined subscriber offerings.”
For a summary of Broadband Forum activities in 5G fixed-mobile convergence, watch this video from Broadband Forum’s Wireless and Wireline Convergence Work Area Director Dave Allan.
To find out more about Broadband Forum,
please visit: www.broadband-forum.org
About Broadband Forum
Broadband Forum is the communications industry’s leading organization focused on accelerating broadband innovation, standards, and ecosystem development. Our members’ passion – delivering on the promise of broadband by enabling smarter and faster broadband networks and a thriving broadband ecosystem.
A non-profit industry organization composed of the industry’s leading broadband operators, vendors, and thought leaders, our work to date has been the foundation for broadband’s global proliferation and innovation. For example, the Forum’s flagship TR-069 CPE WAN Management Protocol has nearly 1 billion installations worldwide.
Broadband Forum working groups collaborate to define best practices for global networks, enable new revenue-generating service and content delivery, establish technology migration strategies, and engineer critical device, service & development management tools in the home and business IP networking infrastructure. We develop multi-service broadband packet networking specifications addressing architecture, device and service management, software data models, interoperability and certification in the broadband market.
Our free technical reports and white papers can be found at www.broadband-forum.org.
Shaping the world of connected devices with LwM2M
InterComms talks to Slawomir Wolf, CEO at AVSystem
Slawomir Wolf is the Founder and CEO of AVSystem. Since 2006, Mr. Wolf has been main person responsible for the company’s constant evolvement, strategic development and management of all AVSystem branches worldwide.
Q: What is unique about AVSystem that differentiates it from other IoT software vendors?
A: I think that our greatest strength lies in the fact that we come from the telco sector, which gives us a very strong experience in scalable and advanced device management. Thanks to that we also value standardization in technology. The competition between IoT software vendors is getting tougher every day. And yet thanks to specializing in device management our Coiote IoT Device Management complemented by Anjay LwM2M SDK will definitely stand their ground. Add to that our integration platform Coiote IoT Data Orchestration and I daresay there are few companies that could beat our IoT trinity.
Q: Can you tell me what are the key trends emerging in the IoT and how can they affect the IoT market?
A: Everything is happening very fast in the IoT. There is a lot of talk about security issues, machine learning, AI, or blockchain. What is the most important for us, however, is definitely a changing environment in device management. Since everything in IoT happens at great speed, LwM2M also had to adapt to these rapid changes. A few months ago there was a new version of LwM2M released which comes with quite a lot of meaningful improvements. Among many other features, LwM2M 1.1 introduces new transport bindings such as Non-IP Data Delivery and CoAP over TCP. These changes are particularly interesting since they reflect the demand to further expand IoT usability. The addition of NIDD means that LwM2M is no longer only about Internet Protocol and will be used more widely in radio networks such as LPWA networks. Other significant changes in LwM2M 1.1 include CBOR which is an even more reliable encoding. There have also been some updates within LwM2M interfaces that further enhance LwM2M performance. We are looking forward to putting this upgraded version of LwM2M into use with our Anjay LwM2M SDK which is full of new features supporting LwM2M 1.1 for end user devices. We are also finishing our work on incorporating these changes into our Coiote IoT Device Management platform which is responsible for the server-side of the LwM2M Enabler. Having been widely adopted by tier 1 telco operators, LwM2M is in my opinion ready to dominate enterprise market with its versatility and IoT-oriented lightweightedness.
Q: Can you give examples of how customers can benefit from using LwM2M in the IoT?
A: I think that one of the most important things about LwM2M is its interoperability. LwM2M allows cross-vendor and cross-platform data management along with device management capabilities which automatically solves so many problems a company can have when dealing with deployments of heterogeneous devices. Add to that a well-defined data model and proper customization and you can basically do anything you want with this technology.
Q: As the IoT is gaining popularity across almost all industries, we can observe that IoT platforms coming in different types and designed for various purposes have become a large area of the market. What do you think about this multitude of platforms and its effect on developing IoT solutions?
A: Right now you can easily find hundreds of different IoT platforms on the market. I believe that this might be misleading and discouraging for enterprise customers because it makes it very hard to find the right platform for your needs. We have industrial platforms, data analytics platforms with AI, connectivity management platforms, service enablement platforms, and many more including device management platforms. All of these areas need to be addressed in these varied IoT deployments. The thing is you can’t do everything. So if you see a platform that advertises itself as an IoT platform without specifically indicating in what area - you should know you’re probably dealing with platform that is trying to cover all those areas in one place. This is simply impossible. The key is to specialize while offering flexibility at the same time.
Q: How is the Coiote product suite different than other platforms on the market?
A: Coiote product suite consists of Coiote IoT Device Management and Coiote IoT Data Orchestration. Coiote IoT Device Management is complemented by client-side Anjay LwM2M SDK. AVSystem is an active member of OMA SpecWorks and takes part in creating LwM2M. All this gives us the potential to offer full support for LwM2M and be the best LwM2M solution vendor on the market.
Our platforms are designed to be scalable and interoperable. It means that you can manage basically countless number of devices and integrate with third-party platforms. Scalability is ensured by the ability to easily create customized groups of devices and thus manage them in bulk. It is also ensured by multitenant architecture that allows easy-to-understand methods for device management.
Interoperability, on the other hand is achieved thanks to customizable dashboards, widgets, monitoring plots, use case specific actions, and many more. You can say that after setting up Coiote you get a stand-alone solution with flexibility that allows to customize almost all of its components. I believe this is our big strength. Our expertise in device management gained through more than 10 years of providing solutions for tier 1 telco operators, flexibility and fully developed products give us the ability to offer complete IoT solutions.
Q: What are the next steps for AVSystem?
A: IoT is moving fast, so we cannot allow ourselves to fall behind. Currently, the most important for us is expanding our partner network by forming partnerships mostly with hardware vendors. This will help us further improve our solutions and propose real value to the customers. I often say that and I will repeat myself: you can achieve much more when working together and I believe it especially holds true in the IoT. The scene is just too big to cover it on your own.
We are also putting a lot of effort into popularisation of LwM2M especially in the enterprise world. The standard is very commonly used in telecommunications, and now it’s time for it to become more known in other IoT verticals. I strongly believe that the latest LwM2M 1.1 version will be a turning point in this regard. Apart from that, we grow, evolve, and do our best to be in the loop to know what’s new in the IoT. After all, you have to stay up-to-date if you want to shape the world of connected devices.
For more information please visit: www.avsystem.com
SynchroniCity builds smart city IoT data marketplace
SynchroniCity, a large, international internet of things (IoT) pilot for smart cities, and its technology partner Digital Catapult, a UK government innovation agency, are using TM Forum Open APIs to create a marketplace enabling the exchange and trade of a broad array of city-generated IoT data among a diverse group of stakeholders for deployment across multiple cities. The first one is now live in the Spanish city of Santander, with launches planned for 2019 in Manchester, Helsinki, Carouge, Porto and other cities.
The smart city concept is rich in both social and commercial potential. Almost half the world’s population are now urban dwellers – and still cities continue to grow. Forecasts predict that by 2050 an area the size of Australia will have become urbanized.
Cities need to get smarter to sustain and serve their growing populations. Fortunately, they have the capacity to be far quicker and more agile than nations, not least in the adoption of new technologies and economic and collaboration models.
Making cities smarter will depend on the successful extraction and exploitation of the vast quantities of data cities generate, turning cities into giant, inhabited platform-based ecosystems.
Leading the way
SynchroniCity is an ambitious project emerging from the European smart city sector. It was conceived to create a global IoT services market in which cities, businesses and other stakeholders can collaborate on the development of new digital services designed to improve the lives of citizens and stimulate local economies.
The project takes the form of a large-scale IoT pilot which is being rolled out across several partner cities. At its heart is the conviction that the success of smart cities across the world hinges on the use of agile, open standards.
SynchroniCity aims to build a reference architecture for smart city implementation which can be easily replicated from one city to the next. In this way, cities and organizations across the world will be able to share learning, harmonize efforts and maximize the impact of this bold movement to bring smart cities to life.
Launched in 2017, the project so far has attracted more than 35 partner cities and organizations. Funding is led by the European Commission, through the Horizon 2020 Programme, with support from the Swiss Confederation, and the Republics of Mexico and South Korea. Participating cities include Antwerp, Carouge, Eindhoven, Helsinki, Manchester, Milan, Santander, Porto, Leon (Mexico), and the South Korean city of Seongnam. The screen shot below show’s the SynchroniCity portal:
Building a marketplace
The SynchroniCity IoT data marketplace is a crucial component of the project’s framework, allowing participating data providers to expose, exchange and trade their IoT data. It underpinned by TM Forum APIs (see below).
Digital Catapult is leading development of the marketplace. The agency undertook a rigorous analysis of available platforms on which the marketplace might be built and interviewed key personnel within partner cities and organizations in order to understand the requirements the marketplace needed to meet.
“Our analysis revealed that there are a variety of factors which contribute to the successful adoption of an IoT data marketplace by a broader ecosystem,” says Dr. Andrea Gaglione, Senior Technologist, Digital Catapult. “However, a number of characteristics emerged clearly as essentials, not all of which were provided by the existing platforms we investigated.”
These core requirements were as follows:
• Data catalog with lookup functions
• Access control
• Tools to create suitable agreements
• Seamless monetization for transactions
• The ability to foster fair behavior among the users in adherence to service level agreements (SLAs) and licence agreements (building positive and trusting relationships among them)
• Tools to assess the quality and trustworthiness of IoT data and its providers
Digital Catapult decided to develop a new IoT data marketplace, selecting the FIWARE/TM Forum-developed Business API Ecosystem as its foundation.
Easily adaptable APIs
“The Business API Ecosystem was chosen because it was a good match for the requirements we had gathered other than being open source,” Gaglione explains. “It provided the perfect base, allowing us to easily adapt and extend certain APIs to develop a marketplace tailored to IoT data.”
The greatest amount of customization was required for the Catalog Management API, Gaglione explains, in particular the licence and SLA elements which data providers would use to regulate the supply and exchange of their data.
“The original data licence was too generic,” he says. “Several of the cities and IoT businesses required more extensive features to be specified.”
In fact, as data providers they would need to be able to specify standard and custom licences. They required exclusivity attributes which would allow some parties to access data but not others, or to specify countries from which data would be accessible. Students might be given access to data for free, for example, while businesses would be charged.
The SLA component was also extended to enable the data providers to specify three basic metrics:
• Update rate (number of data updates in a given time frame)
• Response time (the interval between request for data and response)
• Delay in a subscription-based data access
The adapted Catalog Management API which forms part of the SynchroniCity IoT data marketplace is roughly 20% customized, Gaglione explains.
A security layer to control access to data was added along with a trust layer. In fact, another key innovation in the creation of the marketplace, although not related specifically to the APIs, was the development of a “transparency and accountability service” which allows for the storage and tracking of data licence agreements and SLAs on a blockchain network to settle potential disputes in the future. The service helps build trust among the marketplace users and fosters a fair behavior in adherence to data licence agreements and SLAs.
A “feedback and reputation” component which allows data consumers to rate data and data providers, further enhances the capability of the marketplace to track the effectiveness of the marketplace and the data it disseminates.
Taking the marketplace to market
The SynchroniCity IoT data marketplace is currently operational in the Spanish city of Santander, with deployment imminent in Manchester, Helsinki, Carouge, Porto, and other partner cities. The winning entrants from a 2018 Open Call run by SynchroniCity will begin deploying their pilot applications based on the project framework in February 2019.
If you’re interested in learning more about TM Forum’s Smart City APIs or the Smart City Project, please contact Joann O’Brien via jobrien@tmforum.org
For more information visit:
www.tmforum.org
Mike Hibberd, Independent Analyst & Consultant
Mike spent more than 15 years as a journalist and analyst for Informa, heading editorial, research, and content marketing delivery and strategy for the firm's telecoms publishing portfolio. He subsequently became a consultant specializing in corporate and product marketing for technology providers in the telecom, location and proximity marketing, and advertising industries.
By Mike Hibberd, Independent Analyst & Consultant
Open ROADS Community and TM Forum help drive digital business transformation worldwide
Open ROADS Community and TM Forum – the global not-for-profit association focused on digital transformation – announced a collaboration at this year’s Digital Transformation Asia event, to provide a comprehensive set of frameworks and tools for businesses to define, plan and successfully execute digital transformation.
Digital business transformation is imperative for many industry sectors to succeed and grow. The next decade will see more and more companies transform or be disrupted. However, digital transformation is complex, and requires the knowledge and understanding of how to structure IT & operations, in conjunction with strategy and culture. By understanding digital transformation, organizations will benefit from rapidly changing technology capabilities and will deliver a sustainable and positive impact on business results.
The Open ROADS Community and TM Forum share the common goal of accelerating digital transformation and equipping businesses with the right tools and resources. The collaboration includes TM Forum’s Digital Transformation Model and Open APIs and Open ROADS Community’s Digital Mastermind holistic business-focused framework for digital business transformation. The complementary nature of these assets and tools provides a simplified path and proven best practices for businesses to execute their own digital transformations.
“The Open ROADS Community and TM Forum support organizations and businesses throughout the world with their digital transformation. Our collaboration brings greater scale and reach to this endeavor using industry proven best practices”, said Andy Tiller, Executive Vice President, Collaboration & Innovation, TM Forum.
“After two years of focused development by our membership, the Open ROADS Community Digital Mastermind framework is now ready to guide and accelerate digital business transformation across industry. The essence of this method, which we call “Digital Thinking” is to “Identify a Scenario, Start Small, Think Big, and Align Business with IT to Scale Fast””, said Trevor Cheung, Managing Director, Open ROADS Community. “I am delighted to be cooperating with TM Forum to offer the industry a comprehensive set of tools and frameworks to enable all service providers, irrespective of their current state, to begin their tailored digital transformation journey.”
For more information on the collaboration,
please visit www.openroadscommunity.com
The Open ROADS Community is a forum dedicated to accelerating digital business transformation. The Community’s core constituents are digital service providers, joined by digital industry participants and all firms which grow their businesses from an internet-based ecosystem. The Community achieves its goal by serving as a cross-industry accelerator for identifying new digital business models and revenue opportunities, including creating, sharing and implementing best practices for addressing those opportunities.
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